Drug Trafficking Threat

COMMON EMOJI CODES
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Disclaimer: These emojis reflect common examples found in DEA investigations. This list is not all-inclusive, and the images above are a representative sample.
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Prospective buyers contact drug traffickers on social media apps
in response to their advertisements - either using direct
messaging or by commenting on a post. Once contact is made, _
drug traffickers and potential buyers often move to an encrypted o | B
communications app like WhatsApp, Signal, and Telegram. Drug
traffickers typically switch to these encrypted communications
apps to arrange drug deals with prospective buyers.
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After a deal is made, drug traffickers request payment using
one-click apps like Venmo, Zelle, Cash App, and Remitly.
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