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1.​ Call to Order 
  
2.​ Executive Session - It is expected that the Board of Education will enter Executive Session prior to this scheduled public 

meeting, to discuss the employment of particular individuals in the District. 
  
3.​ Pledge of Allegiance 
  
4.​ Shelter Island School Mission Statement – Engage, Explore, Empower 

  

The following statement will be read: 
We want our students to cherish our small Island community while applying and expanding their learning about, understanding of, and 
engagement with the wider world.  To do this they must be: ethical and moral individuals; respectful and responsible communicators; 
creative and analytical thinkers; knowledgeable and literate readers, writers, mathematicians and scientists; participants in and audiences for 
art, drama, music, athletics, and other artistic, cultural, and social activities; skilled and successful workers and consumers; and committed 
and active citizens. 

  
5.​ Public Budget Hearing 

5.1 ​ School Budget 2025-2026 
a.  Brief Budget Overview - Dr. Brian Doelger 
b.  Public will have an opportunity to ask questions regarding the School Budget for the 2025-2026 school 

year. 
  

6.​ Consent Agenda – The Board President may seek a motion to approve and/or accept the following agenda items:  6.1 – 
6.2 

  

6.1 ​ Ballot Propositions for May 20, 2025 Budget Vote & Election 
a.​ Proposition 1 

Shall the Shelter Island Union Free School District Budget in the amount of $13,855,325 for the fiscal year 
2025-2026 be approved as proposed and the requisite portion thereof raised by taxation on the taxable 
property of the district? 

b.​ Proposition 2 
Shall the Board of Education of the Shelter Island Union Free School District be authorized to expend a 
sum not to exceed $49,823.42 from the Project F.I.T. Capital Reserve Fund, as established on May 17, 
2011 for the purpose of reconstructing the roof on the portion of the Shelter Island School commonly 
known as the F.I.T. Center?  Since the funds to be expended hereunder are from the 2011 Project F.I.T. 
Capital Reserve Funds, approval of this proposition has no impact on taxes to complete this project. 

c.​ Proposition 3 
Shall the maximum mileage limitation be increased from 15-miles to 19-miles for the transportation of 
pupils to nonpublic schools, at no additional cost for the 2025-2026 school year? 

d.​ Proposition 4 
Shall the Board of Education of the Shelter Island Union Free School District, Suffolk County, New York, 
authorize an annual appropriation of $275,000.00 for operational and maintenance expenses of the 
Shelter Island History Museum for the fiscal year 2025-2026 and to levy the necessary tax, therefore? 

  

6.2 ​ Board of Education Candidates on Ballot for May 20, 2025 Budget Vote & Election 
a.​ Kathleen M. Lynch 
b.​ Molly Kendall 

  
7.​ Visitor Questions (Specific to the agenda) 

  
8.​ Consent Agenda – The Board President may seek a motion to approve and/or accept the following agenda items: 8.1 

  

8.1 ​ Approval of Minutes 
a.​ Budget Adoption/Regular Meeting of April 7, 2025 
b.​ Special Meeting of April 23, 2025 

  



9.​ Correspondence - None 
 

10.  Student Liaison Report 
  

11.​ Presentations 
 

11.1​ Presentation Not Requiring Board Approval 
a.​ April 2025 Employee of the Month:  Ms. Claire Geehreng 

  
12.​ Personnel – The Board President requests a motion to approve or accept the recommendations of the Superintendent 

on the following Personnel Actions:  12.1 - 12.4 
  

12.1​ Amend Motion 
a.​ Amend the motion of February 10, 2025 from: 
 

Approve an unpaid medical leave of absence for Elizabeth Eklund, effective March 4, 2025 through 
May 12, 2025. 

to: 
Approve a medical leave of absence for Elizabeth Eklund, effective March 4, 2025 through May 2, 
2025. 

 

12.2​ Resignation of Personnel 
a.​ Sarah Pfennig, effective June 30, 2025 
b.​ Keith Wildstein, effective June 30, 2025 

 

12.3​ Additional Substitute Aide for the 2024-2025 School Year at $110 per Day 
a.​ Francis Regan 

 

12.4​ Tenure Recommendations 
a.  Approval of the tenure recommendation of Lauren Farkas, in the tenure area of Music, K-12, effective 

September 1, 2025. 
b.  Approval of the tenure recommendation of Adrianne Pitch, in the tenure area of Elementary Education, 

K-6, effective September 1, 2025. 
c.  Approval of the tenure recommendation of Debra Sears, in the tenure area of English, 7-12, effective 

September 1, 2025. 
d.  Approval of the tenure recommendation of Kristin Sweeney, in the tenure area of Physical Education, 

K-12, effective September 1, 2025. 
e.​ Approval of the tenure recommendation of Erin Baskin, in the tenure area of Physical Education, K-12, 

effective October 12, 2025. 
  

13.​ Program - The Board President requests a motion to approve or accept the recommendations of the Superintendent on 
the following Program Actions:  13.1 – 13.4 

  

13.1​ CPSE/CSE Recommendations for the 2024-2025 School Year 
a.​ Committee on Preschool Special Education 
b.​ Committee on Special Education 

  

13.2​ CSE Recommendations for the 2025-2026 School Year 
a.​ Committee on Special Education 
 

13.3​ First Reading of Policy Revisions 
a.  Policy 5672 - Info Security Breach and Notification 
b.​ Policy 5676 - Privacy and Security 

 

13.4​ Second Reading of Policy Revisions and Adoption 
a.   Policy 3410 – Code of Conduct 
b.   Policy 3420 – Non-Discrimination and Anti-Harassment in the District 
c.   Policy 4212 – Organizational Chart 
d.   Policy 5110 – Budget Planning and Development 
e.   Policy 5140 – Administration of the Budget 

  
14.​ Finance - The Board President requests a motion to approve or accept the recommendations of the Superintendent on 

the following Finance Actions:  14.1 – 14.3 
  

14.1​ Financial Reports 
a.  Treasurer’s Report – March 2025 
b.  Extra Class Report – March 2025 
c.  Appropriation Status Report 
d.  Revenue Status Report 
  



14.2​ Budget Transfers and Journal Entries 
a.​ Accept and approve the Budget Transfers and Journal Entries, for the period of April 2, 2025 through May 

5, 2025, in accordance with Board Policy, the Superintendent has approved as well as the transfers that 
need specific Board approval. 

  

14.3​ Tax Anticipation Note (TAN) 
a.​ Adoption of the Tax Anticipation Note Resolution of the Shelter Island Union Free School District, New 

York, authorizing the issuance of not to exceed $2,000,000 Tax Anticipation Notes in anticipation of the 
receipt of taxes to be levied for the fiscal year ending June 30, 2026. 

  
15.​ Business – The Board President requests a motion to approve and/or accept the recommendations of the 

Superintendent on the following Business Action:  15.1 – 15.3 
  

15.1​ Contracts 
a.​ Approve the agreement between the Board of Education of the Shelter Island School District and Family 

Service League, Inc., of Huntington, NY, for student services.  The term of said agreement is July 1, 2025 
through June 30, 2026; and authorize the Board President to execute said agreement. 

b.​ Approve the agreement between the Board of Education of the Shelter Island Union Free School District 
and Suffolk County Department of Health Services, designating the school as a mass dispensing site in 
the event of a public health emergency, for the distribution of medicine to the public.  The term of said 
agreement shall be retroactive to January 1, 2025 through December 31, 2029; and authorize the Board 
President to execute said agreement. 

  

15.2​ Private School Transportation 
a.​ Amend the motion of April 7, 2025 from: 
 

Approval to transport twenty-five (25) students to the following private schools for the 2025-2026 
school year: 

●     Ross School – East Hampton, NY (1 students) 
●     Hayground School – Bridgehampton, NY (7 students) 
●     Our Lady of the Hamptons - Southampton, NY (11 students) 
●     Peconic Community School - Cutchogue, NY (6 students) 

to: 
Approval to transport twenty-eight (28) students to the following private schools for the 2025-2026 
school year:  

●     Ross School – East Hampton, NY (4 students) 
●     Hayground School – Bridgehampton, NY (7 students) 
●     Our Lady of the Hamptons - Southampton, NY (11 students) 
●     Peconic Community School - Cutchogue, NY (6 students) 

 

15.3​ Donation 
a.​ Authorize the Shelter Island School District to accept a donation of $4,992.85 from Experiment, for 

scientific research; and authorize to an increase to the budget line of Secondary School Science 
Equipment A.2110.200.04.0020 in the same amount to be deferred to the 2025-2026 school year. 

b.​ Authorize the Shelter Island School District to accept a donation of $422.04 from Shelter Island Municipal 
Golf Course, Incorporated, for sign materials; and authorize an increase to the budget line of Technology 
Program Materials & Supplies A.2110.450.00.0016 

  
16.​ Facility – None 

  
17. ​ Items for Consideration 

a.  Gifts for 2025 Graduates 
  

18. ​ Old Business - None 
  

19. ​ Director of Physical Education & District Operations Report 
  
20. ​ Assistant Superintendent Report 
  
21. ​ Superintendent Report 
  
22. ​ Board Member Reports 
  
23. ​ Visitor Comments 
  
24. ​ Adjournment 
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Non-Instructional/Business 
Operations 

SUBJECT: INFORMATION SECURITY BREACH AND NOTIFICATION 

The District values the protection of private information of individuals in accordance with 
applicable law and regulations. The District is required to notify affected individuals when there has 
been or is reasonably believed to have been a compromise of the individual's private information in 
compliance with the Information Security Breach and Notification Act and Board policy. 

a) **"Personal information" means any information concerning a person which, because of name,
number, symbol, mark, or other identifier, can be used to identify that person.

ab) "Private information" means either:  

1. **pPersonal information consisting of any information in combination with any one or more
of the following data elements, when either the data element or the combination of personal
information orplus the data element is not encrypted or encrypted with an encryption key
that has also been accessed or acquired:

1.(a) Social security number;

2.(b) Driver's license number or non-driver identification card number; or

3.(c) Account number, credit or debit card number, in combination with any required
security code, access code, or password, or other information which would permit 
access to an individual's financial account.; 

(d) Account number, or credit or debit card number, if circumstances exist where the
number could be used to access an individual's financial account without additional
identifying information, security code, access code, or password; or

(e) Biometric information, meaning data generated by electronic measurements of an
individual's unique physical characteristics, such as fingerprint, voice print, retina or
iris image, or other unique physical representation or digital representation which are
used to authenticate or ascertain the individual's identity;

2. A username or email address in combination with a password or security question and answer
that would permit access to an online account.

"Private information" does not include publicly available information that is lawfully made 
available to the general public from federal, state, or local government records. 

**"Personal information" means any information concerning a person which, because of name, 
number, symbol, mark or other identifier, can be used to identify that person. 

(Continued) 
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Non-Instructional/Business 
Operations 

SUBJECT: INFORMATION SECURITY BREACH AND NOTIFICATION  (Cont'd.) 

bc) "Breach of the security of the system" means unauthorized acquisition or acquisition without valid 
authorization of computerized data which compromises the security, confidentiality, or integrity 
of personal information maintained by the District. Good faith acquisition of personal information 
by an employee or agent of the District for the purposes of the District is not a breach of the 
security of the system, provided that private information is not used or subject to unauthorized 
disclosure. 

Determining if a Breach Has Occurred 

In determining whether information has been acquired, or is reasonably believed to have been 
acquired, by an unauthorized person or person without valid authorization, the District may consider the 
following factors, among others: 

a) Indications that the information is in the physical possession or control of an unauthorized
person, such as a lost or stolen computer or other device containing information;

b) Indications that the information has been downloaded or copied;

c) Indications that the information was used by an unauthorized person, such as fraudulent
accounts opened or instances of identity theft reported; or

d) System failures.

Notification Requirements 

a) For any computerized data owned or licensed by the District that includes private information, the
District will disclose any breach of the security of the system following discovery or notification
of the breach to any New York State resident whose private information was, or is reasonably
believed to have been, accessed or acquired by a person without valid authorization. The disclosure
to affected individuals will be made in the most expedient time possible and without unreasonable
delay, consistent with the legitimate needs of law enforcement, or any measures necessary to
determine the scope of the breach and restore the reasonable integrity of the data system. The
District will consult with the New York State Office of Information Technology Services to
determine the scope of the breach and restoration measures. Within 90 days of the notice of the
breach, the New York State Office of Information Technology Services will deliver a report to the
District on the scope of the breach and recommendations to restore and improve the security of
the system.

(Continued) 
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Non-Instructional/Business 
Operations 

SUBJECT: INFORMATION SECURITY BREACH AND NOTIFICATION  (Cont'd.) 

b) Notice to affected persons under State Technology Law is not required if the exposure of private
information was an inadvertent disclosure by persons authorized to access private information,
and the District reasonably determines the exposure will not likely result in the misuse of the
information, or financial or emotional harm to the affected persons. This determination must be
documented in writing and maintained for at least five years. If the incident affected over 500 New
York State residents, the District will provide the written determination to the New York State
Attorney General within ten days after the determination.

c) If notice of the breach of the security of the system is made to affected persons pursuant to the
breach notification requirements under certain laws and regulations, the District is not required to
provide additional notice to those affected persons under State Technology Law. However, the
District will still provide notice to the New York State Attorney General, the New York State
Department of State, the New York State Office of Information Technology Services, and to
consumer reporting agencies.

db) For any computerized data maintained by the District that includes private information which the 
District does not own, the District will notify the owner or licensee of the information of any 
breach of the security of the system immediately following discovery, if the private information 
was, or is reasonably believed to have been, accessed or acquired by a person without valid 
authorization. 

The notification requirement may be delayed if a law enforcement agency determines that the 
notification impedes a criminal investigation. The required notification will be made after the law 
enforcement agency determines that the notification does not compromise the investigation. 

If the District is required to provide notification of a breach, including breach of information that 
is not private information, to the United States Secretary of Health and Human Services pursuant to the 
Health Insurance Portability and Accountability Act of 1996 or the Health Information Technology for 
Economic and Clinical Health Act, it will provide notification to the New York State Attorney General 
within five business days of notifying the United States Secretary of Health and Human Services. 

Methods of Notification 

The required notice will be directly provided to the affected persons by one of the following 
methods: 

a) Written notice;

b) Electronic notice, provided that the person to whom notice is required has expressly
consented to receiving the notice in electronic form; and a log of each such notification is
kept by the District when notifying affected persons in electronic form. However, in no case
will the District require a person to consent to accepting suchthe notice in electronic form as
a condition of establishing any business relationship or engaging in any transaction;

(Continued) 
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Non-Instructional/Business 
Operations 

SUBJECT: INFORMATION SECURITY BREACH AND NOTIFICATION  (Cont'd.) 

c) Telephone notification, provided that a log of each notification is kept by the District when
notifying affected persons by phone; or

d) Substitute notice, if the District demonstrates to the New York State Attorney General that
the cost of providing notice would exceed $250,000, or that the affected class of subject
persons to be notified exceeds 500,000, or that the District does not have sufficient contact
information. Substitute notice will consist of all of the following:

1. Email notice when the District has an email address for the subject persons;

2. Conspicuous posting of the notice on the District's website page, if the District
maintains one; and

3. Notification to major statewide media.

Regardless of the method by which notice is provided, the notice will include: 

a) Ccontact information for the notifying District;

b) The telephone numbers and websites of the relevant state and federal agencies that provide
information regarding security breach response and identity theft prevention and protection
information; and

c) Aa description of the categories of information that were, or are reasonably believed to have
been, accessed or acquired by a person without valid authorization, including specification
of which of the elements of personal information and private information were, or are
reasonably believed to have been, soaccessed or acquired.

In the event that any New York State residents are to be notified, the District will notify the New 
York State Attorney General (AG), the New York State Department of State, and the New York State 
Office of Information Technology Services as to the timing, content, and distribution of the notices and 
approximate number of affected persons and provide a copy of the template of the notice sent to affected 
persons. This notice will be made without delaying notice to affected New York State residents. 

In the event that more than 5,000 New York State residents are to be notified at one time, the 
District will also notify consumer reporting agencies, as defined in State Technology Law Section 208, 
as to the timing, content, and distribution of the notices and approximate number of affected persons. 
This notice will be made without delaying notice to affected New York State residents. 

A list of consumer reporting agencies will be compiled by the AGNew York State Attorney 
General and furnished upon request to anyschool districts required to make a notification in accordance 
with State Technology Law Section 208(2), regarding notification of breach of security of the system 
for any computerized data owned or licensed by the District that includes private information. 

State Technology Law §§ 202 and 208 

Adoption Date 
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Operations 

SUBJECT: PRIVACY AND SECURITY FOR STUDENT DATA AND TEACHER AND 
PRINCIPAL DATA 

The Board of Education recognizes its responsibility to enact policies that provide privacy 
for student, teacher and principal data in accordance with law.  This is particularly relevant in the 
context of the administration of student data which is collected, surveys that collect personal 
information, the disclosure of personal information for marketing purposes, and in conducting 
physical exams. 

The District is committed to maintaining the privacy and security of student data and teacher 
and principal data and will follow all applicable laws and regulations for the handling and storage 
of this data in the District and when disclosing or releasing it to others, including, but not limited 
to, third-party contractors. The District adopts this policy to implement the requirements of 
Education Law Section 2-d and its implementing regulations, as well as to align the District's data 
privacy and security practices with the National Institute for Standards and Technology 
Framework for Improving Critical Infrastructure Cybersecurity (Version 1.1). 

Definitions 

As provided in Education Law Section 2-d and/or its implementing regulations, the following 
terms, as used in this policy, will mean: 

a) "Breach" means the unauthorized acquisition, access, use, or disclosure of student data
and/or teacher or principal data by or to a person not authorized to acquire, access, use,
or receive the student data and/or teacher or principal data.

b) "Building principal" means a building principal subject to annual performance evaluation
review under the provisions of Education Law Section 3012-c.

c) "Classroom teacher" means a teacher subject to annual performance evaluation review
under the provisions of Education Law Section 3012-c.

d) "Commercial or marketing purpose" means the sale of student data; or its use or
disclosure for purposes of receiving remuneration, whether directly or indirectly; the use
of student data for advertising purposes, or to develop, improve, or market products or
services to students.

e) "Contract or other written agreement" means a binding agreement between an
educational agency and a third-party, which includes, but is not limited to, an agreement
created in electronic form and signed with an electronic or digital signature or a click-
wrap agreement that is used with software licenses, downloaded, and/or online
applications and transactions for educational technologies and other technologies in
which a user must agree to terms and conditions prior to using the product or service.

f) “Disclose” or “disclosure” means to permit access to, or the release, transfer, or other
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SUBJECT: PRIVACY AND SECURITY FOR STUDENT DATA AND TEACHER AND 
PRINCIPAL DATA  (Cont'd.) 

communication of personally identifiable information by any means, including oral, 
written, or electronic, whether intended or unintended. 

g) "Education records" means an education record as defined in the Family Educational
Rights and Privacy Act and its implementing regulations, 20 USC Section 1232g and
34 CFR Part 99, respectively.

h) "Educational agency" means a school district, board of cooperative educational
services (BOCES), school, or the New York State Education Department (NYSED).

i) "Eligible student" means a student who is eighteen years or older.

j) "Encryption" means methods of rendering personally identifiable information
unusable, unreadable, or indecipherable to unauthorized persons through the use of a
technology or methodology specified or permitted by the Secretary of the United States
Department of Health and Human Services in guidance issued under 42 USC Section
17932(h)(2).

k) "FERPA" means the Family Educational Rights and Privacy Act and its implementing
regulations, 20 USC Section 1232g and 34 CFR Part 99, respectively.

l) "NIST Cybersecurity Framework" means the U.S. Department of Commerce National
Institute for Standards and Technology Framework for Improving Critical
Infrastructure Cybersecurity (Version 1.1). A copy of the NIST Cybersecurity
Framework is available at the Office of Counsel, State Education Department, State
Education Building, Room 148, 89 Washington Avenue, Albany, New York 12234.

m) "Parent" means a parent, legal guardian, or person in parental relation to a student.

n) "Personally identifiable information (PII)," as applied to student data, means personally
identifiable information as defined in 34 CFR Section 99.3 implementing the Family
Educational Rights and Privacy Act, 20 USC Section 1232g, and, as applied to teacher
or principal data, means personally identifying information as this term is defined in
Education Law Section 3012-c(10).

o) "Release" has the same meaning as disclosure or disclose.

p) "Student" means any person attending or seeking to enroll in an educational agency.

q) "Student data" means personally identifiable information from the student records of
an educational agency.
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SUBJECT: PRIVACY AND SECURITY FOR STUDENT DATA AND TEACHER AND 
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r) "Teacher or principal data" means personally identifiable information from the records
of an educational agency relating to the annual professional performance reviews of
classroom teachers or principals that is confidential and not subject to release under the
provisions of Education Law Sections 3012-c and 3012-d.

s) "Third-party contractor" means any person or entity, other than an educational agency,
that receives student data or teacher or principal data from an educational agency
pursuant to a contract or other written agreement for purposes of providing services to
the educational agency, including but not limited to data management or storage
services, conducting studies for or on behalf of the educational agency, or audit or
evaluation of publicly funded programs. This term will include an educational
partnership organization that receives student and/or teacher or principal data from a
school district to carry out its responsibilities pursuant to Education Law Section 211-
e and is not an educational agency, and a not-for-profit corporation or other nonprofit
organization, other than an educational agency.

t) "Unauthorized disclosure" or "unauthorized release" means any disclosure or release
not permitted by federal or state statute or regulation, any lawful contract or written
agreement, or that does not respond to a lawful order of a court or tribunal or other
lawful order.

Data Collection Transparency and Restrictions 

As part of its commitment to maintaining the privacy and security of student data and teacher 
and principal data, the District will take steps to minimize its collection, processing, and 
transmission of PII. Additionally, the District will: 

a) Not sell PII nor use or disclose it for any marketing or commercial purpose or facilitate
its use or disclosure by any other party for any marketing or commercial purpose or
permit another party to do so.

b) Ensure that it has provisions in its contracts with third-party contractors or in separate
data sharing and confidentiality agreements that require the confidentiality of shared
student data or teacher or principal data be maintained in accordance with law,
regulation, and District policy.

Except as required by law or in the case of educational enrollment data, the District will not 
report to NYSED the following student data elements:  

 a) Juvenile delinquency records;

 b) Criminal records;
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 c) Medical and health records; and

 d) Student biometric information.

Nothing in Education Law Section 2-d or this policy should be construed as limiting the
administrative use of student data or teacher or principal data by a person acting exclusively in the 
person's capacity as an employee of the District. 

Chief Privacy Officer 
The Commissioner of Education has appointed a Chief Privacy Officer who will report to 

the Commissioner on matters affecting privacy and the security of student data and teacher and 
principal data. Among other functions, the Chief Privacy Officer is authorized to provide 
assistance to educational agencies within the state on minimum standards and best practices 
associated with privacy and the security of student data and teacher and principal data. 

The District will comply with its obligation to report breaches or unauthorized releases of 
student data or teacher or principal data to the Chief Privacy Officer in accordance with Education 
Law Section 2-d, its implementing regulations, and this policy. 

The Chief Privacy Officer has the power, among others, to:
a) Access all records, reports, audits, reviews, documents, papers, recommendations, and

other materials maintained by the District that relate to student data or teacher or
principal data, which includes, but is not limited to, records related to any technology
product or service that will be utilized to store and/or process PII; and

b) Based upon a review of these records, require the District to act to ensure that PII is
protected in accordance with laws and regulations, including but not limited to
requiring the District to perform a privacy impact and security risk assessment.

Data Protection Officer 

The District has designated a District employee to serve as the District's Data Protection 
Officer. The Data Protection Officer for the District is:  Mr. Walter Brigham.

The Data Protection Officer is responsible for the implementation and oversight of this policy 
and any related procedures including those required by Education Law Section 2-d and its 
implementing regulations, as well as serving as the main point of contact for data privacy and 
security for the District. 

The District will ensure that the Data Protection Officer has the appropriate knowledge, 
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training, and experience to administer these functions. The Data Protection Officer may perform 
these functions in addition to other job responsibilities. Additionally, some aspects of this role may 
be outsourced to a provider such as a BOCES, to the extent available. 

District Data Privacy and Security Standards 

The District will use the National Institute for Standards and Technology Framework for 
Improving Critical Infrastructure Cybersecurity (Version 1.1) (Framework) as the standard for its 
data privacy and security program. The Framework is a risk-based approach to managing 
cybersecurity risk 
and is composed of three parts: the Framework Core, the Framework Implementation Tiers, and 
the Framework Profiles. The Framework provides a common taxonomy and mechanism for 
organizations to:  

a) Describe their current cybersecurity posture;

b) Describe their target state for cybersecurity;

c) Identify and prioritize opportunities for improvement within the context of a continuous
and repeatable process;

d) Assess progress toward the target state; and

e) Communicate among internal and external stakeholders about cybersecurity risk.

The District will protect the privacy of PII by:

a) Ensuring that every use and disclosure of PII by the District benefits students and the
District by considering, among other criteria, whether the use and/or disclosure will:

1. Improve academic achievement;

2. Empower parents and students with information; and/or

3. Advance efficient and effective school operations.

b) Not including PII in public reports or other public documents.

The District affords all protections under FERPA and the Individuals with Disabilities
Education Act and their implementing regulations to parents or eligible students, where applicable. 

The District will ensure that whenever it enters into a contract or other written agreement with a 
third-party contractor under which the third-party contractor will receive student data or teacher  
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or principal data from the District, the contract or written agreement will include provisions 
requiring that confidentiality of shared student data or teacher or principal data be maintained in 
accordance with law, regulation, and District policy. 

Third-Party Contractors  

District Responsibilities 

In addition, the District will ensure that the contract or written agreement includes the third-
party contractor's data privacy and security plan that has been accepted by the District.  

The third-party contractor's data privacy and security plan must, at a minimum: 

a) Outline how the third-party contractor will implement all state, federal, and local data
privacy and security contract requirements over the life of the contract, consistent with
District policy;

b) Specify the administrative, operational, and technical safeguards and practices the
third-party contractor has in place to protect PII that it will receive under the contract;

c) Demonstrate that the third-party contractor complies with the requirements of 8
NYCRR Section 121.3(c);

d) Specify how officers or employees of the third-party contractor and its assignees who
have access to student data or teacher or principal data receive or will receive training
on the laws governing confidentiality of this data prior to receiving access;

e) Specify if the third-party contractor will utilize subcontractors and how it will manage
those relationships and contracts to ensure PII is protected;

f) Specify how the third-party contractor will manage data privacy and security incidents
that implicate PII including specifying any plans to identify breaches and unauthorized
disclosures, and to promptly notify the District;

g) Describe whether, how, and when data will be returned to the District, transitioned to
a successor contractor, at the District's option and direction, deleted or destroyed by the
third-party contractor when the contract is terminated or expires; and

h) Include a signed copy of the Parents' Bill of Rights for Data Privacy and Security.
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Third-Party Contractor Responsibilities 

Each third-party contractor, that enters into a contract or other written agreement with the 
District under which the third-party contractor will receive student data or teacher or principal data 
from the District, is required to: 

a) Adopt technologies, safeguards, and practices that align with the NIST Cybersecurity
Framework;

b) Comply with District policy and Education Law Section 2-d and its implementing
regulations;

c) Limit internal access to PII to only those employees or subcontractors that have
legitimate educational interests (i.e., they need access to provide the contracted
services);

d) Not use the PII for any purpose not explicitly authorized in its contract;

e) Not disclose any PII to any other party without the prior written consent of the parent
or eligible student:

1. Except for authorized representatives of the third-party contractor such as a
subcontractor or assignee to the extent they are carrying out the contract and in
compliance with law, regulation, and its contract with the District; or

2. Unless required by law or court order and the third-party contractor provides a
notice of the disclosure to NYSED, the Board, or the institution that provided the
information no later than the time the information is disclosed, unless providing
notice of the disclosure is expressly prohibited by law or court order;

f) Maintain reasonable administrative, technical, and physical safeguards to protect the
security, confidentiality, and integrity of PII in its custody;

g) Use encryption to protect PII in its custody while in motion or at rest; and

 h) Not sell PII nor use or disclose it for any marketing or commercial purpose or facilitate
its use or disclosure by any other party for any marketing or commercial purpose or
permit another party to do so.

 Where a third-party contractor engages a subcontractor to perform its contractual obligations, 
the data protection obligations imposed on the third-party contractor by law and contract apply to 
the subcontractor. 
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Cooperative Educational Services through a BOCES 

The District may not be required to enter into a separate contract or data sharing and 
confidentiality agreement with a third-party contractor that will receive student data or teacher or 
principal data from the District under all circumstances. 

For example, the District may not need its own contract or agreement where: 

a) It has entered into a cooperative educational service agreement (CoSer) with a BOCES
that includes use of a third-party contractor's product or service; and

b) That BOCES has entered into a contract or data sharing and confidentiality agreement
with the third-party contractor, pursuant to Education Law Section 2-d and its
implementing regulations, that is applicable to the District's use of the product or
service under that CoSer.

To meet its obligations whenever student data or teacher or principal data from the District 
is received by a third-party contractor pursuant to a CoSer, the District will consult with the 
BOCES to, among other things:  

a) Ensure there is a contract or data sharing and confidentiality agreement pursuant to
Education Law Section 2-d and its implementing regulations in place that would
specifically govern the District's use of a third-party contractor's product or service
under a particular CoSer;

b) Determine procedures for including supplemental information about any applicable
contracts or data sharing and confidentiality agreements that a BOCES has entered into
with a third-party contractor in its Parents' Bill of Rights for Data Privacy and Security;

c) Ensure appropriate notification is provided to affected parents, eligible students,
teachers, and/or principals about any breach or unauthorized release of PII that a third-
party contractor has received from the District pursuant to a BOCES contract; and

d) Coordinate reporting to the Chief Privacy Officer to avoid duplication in the event the
District receives information directly from a third-party contractor about a breach or
unauthorized release of PII that the third-party contractor received from the District
pursuant to a BOCES contract.

Click-Wrap Agreements 

Periodically, District staff may wish to use software, applications, or other technologies in 
which the user must "click" a button or box to agree to certain online terms of service prior to using 
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the software, application, or other technology. These are known as "click-wrap agreements" and 
are considered legally binding "contracts or other written agreements" under Education Law 
Section 2-d and its implementing regulations.  

District staff are prohibited from using software, applications, or other technologies pursuant 
to a click-wrap agreement in which the third-party contractor receives student data or teacher or 
principal data from the District unless they have received prior approval from the District's Data 
Privacy Officer or designee.  

The District will develop and implement procedures requiring prior review and approval for 
staff use of any software, applications, or other technologies pursuant to click-wrap agreements.  

Parents' Bill of Rights for Data Privacy and Security 

The District will publish its Parents' Bill of Rights for Data Privacy and Security (Bill of 
Rights) on its website. Additionally, the District will include the Bill of Rights with every contract 
or other written agreement it enters into with a third-party contractor under which the third-party 
contractor will receive student data or teacher or principal data from the District. 

The Bill of Rights will contain all required elements including supplemental information for each 
contract the District enters into with a third-party contractor where the third-party contractor 
receives student data or teacher or principal data from the District. The supplemental information 
must be developed by the District and include the following information: 

a) The exclusive purposes for which the student data or teacher or principal data will be
used by the third-party contractor, as defined in the contract;

b) How the third-party contractor will ensure that the subcontractors, or other authorized
persons or entities to whom the third-party contractor will disclose the student data or
teacher or principal data, if any, will abide by all applicable data protection and security
requirements, including but not limited to those outlined in applicable laws and
regulations (e.g., FERPA; Education Law Section 2-d);

c) The duration of the contract, including the contract's expiration date, and a description
of what will happen to the student data or teacher or principal data upon expiration of
the contract or other written agreement (e.g., whether, when, and in what format it will
be returned to the District, and/or whether, when, and how the data will be destroyed);

d) If and how a parent, student, eligible student, teacher, or principal may challenge the
accuracy of the student data or teacher or principal data that is collected;

e) Where the student data or teacher or principal data will be stored, described in a manner
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as to protect data security, and the security protections taken to ensure the data will be 
protected and data privacy and security risks mitigated; and 

f) Address how the data will be protected using encryption while in motion and at rest.

The District will publish on its website the supplement to the Bill of Rights (i.e., the
supplemental information described above) for any contract or other written agreement it has 
entered into with a third-party contractor that will receive PII from the District. The Bill of Rights 
and supplemental information may be redacted to the extent necessary to safeguard the privacy 
and/or security of the District's data and/or technology infrastructure. 

Right of Parents and Eligible Students to Inspect and Review Students' Education Records 

Consistent with the obligations of the District under FERPA, parents and eligible students 
have the right to inspect and review a student's education record by making a request directly to 
the District in a manner prescribed by the District. 

The District will ensure that only authorized individuals are able to inspect and review 
student data. To that end, the District will take steps to verify the identity of parents or eligible 
students who submit requests to inspect and review an education record and verify the individual's 
authority to do so.  

Requests by a parent or eligible student for access to a student's education records must be 
directed to the District and not to a third-party contractor. The District may require that requests 
to inspect and review education records be made in writing. 

The District will notify parents annually of their right to request to inspect and review their 
child's education record including any student data stored or maintained by the District through its 
annual FERPA notice. A notice separate from the District's annual FERPA notice is not required.  

The District will comply with a request for access to records within a reasonable period, but 
not more than 45 calendar days after receipt of a request. 

The District may provide the records to a parent or eligible student electronically, if the 
parent consents. The District must transmit the PII in a way that complies with laws and 
regulations. Safeguards associated with industry standards and best practices, including but not 
limited to encryption and password protection, must be in place when education records requested 
by a parent or eligible student are electronically transmitted. 

Complaints of Breach or Unauthorized Release of Student Data and/or Teacher or Principal 
Data 

The District will inform parents, through its Parents’ Bill of Rights for Data Privacy and 
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Security, that they have the right to submit complaints about possible breaches of student data to 
the Chief Privacy Officer at NYSED. In addition, the District has established the following 
procedures for parents, eligible students, teachers, principals, and other District staff to file 
complaints with the District about breaches or unauthorized releases of student data and/or teacher 
or principal data: 

a) All complaints must be submitted to the District's Data Protection Officer in writing.
b) Upon receipt of a complaint, the District will promptly acknowledge receipt of the

complaint, commence an investigation, and take the necessary precautions to protect
PII.

c) Following the investigation of a submitted complaint, the District will provide the
individual who filed the complaint with its findings. This will be completed within a
reasonable period of time, but no more than 60 calendar days from the receipt of the
complaint by the District.

d) If the District requires additional time, or where the response may compromise security
or impede a law enforcement investigation, the District will provide the individual who
filed the complaint with a written explanation that includes the approximate date when
the District anticipates that it will respond to the complaint.

These procedures will be disseminated to parents, eligible students, teachers, principals, and 
other District staff.  

The District will maintain a record of all complaints of breaches or unauthorized releases of student 
data and their disposition in accordance with applicable data retention policies. 

Reporting a Breach or Unauthorized Release 

The District will report every discovery or report of a breach or unauthorized release of 
student data or teacher or principal data within the District to the Chief Privacy Officer without 
unreasonable delay, but no more than ten calendar days after the discovery. 

Each third-party contractor that receives student data or teacher or principal data pursuant to 
a contract or other written agreement entered into with the District will be required to promptly 
notify the District of any breach of security resulting in an unauthorized release of the data by the 
third-party contractor or its assignees in violation of applicable laws and regulations, the Parents’ 
Bill of Rights for Student Data Privacy and Security, District policy, and/or binding contractual 
obligations relating to data privacy and security, in the most expedient way possible and without 
unreasonable delay, but no more than seven calendar days after the discovery of the breach. 

In the event of notification from a third-party contractor, the District will in turn notify the 
Chief Privacy Officer of the breach or unauthorized release of student data or teacher or principal 
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data no more than ten calendar days after it receives the third-party contractor's notification using 
a form or format prescribed by NYSED.  

Investigation of Reports of Breach or Unauthorized Release by the Chief Privacy Officer 

The Chief Privacy Officer is required to investigate reports of breaches or unauthorized 
releases of student data or teacher or principal data by third-party contractors. As part of an 
investigation, the Chief Privacy Officer may require that the parties submit documentation, provide 
testimony, and may visit, examine, and/or inspect the third-party contractor's facilities and records. 

Upon the belief that a breach or unauthorized release constitutes criminal conduct, the Chief 
Privacy Officer is required to report the breach and unauthorized release to law enforcement in the 
most expedient way possible and without unreasonable delay. 

Third-party contractors are required to cooperate with the District and law enforcement to 
protect the integrity of investigations into the breach or unauthorized release of PII. 

Upon conclusion of an investigation, if the Chief Privacy Officer determines that a third-
party contractor has through its actions or omissions caused student data or teacher or principal 
data to be breached or released to any person or entity not authorized by law to receive this data in 
violation of applicable laws and regulations, District policy, and/or any binding contractual 
obligations, the Chief Privacy Officer is required to notify the third-party contractor of the finding 
and give the third-party contractor no more than 30 days to submit a written response. 

If after reviewing the third-party contractor's written response, the Chief Privacy Officer 
determines the incident to be a violation of Education Law Section 2-d, the Chief Privacy Officer 
will be authorized to:  

a) Order the third-party contractor be precluded from accessing PII from the affected
educational agency for a fixed period of up to five years;

b) Order that a third-party contractor or assignee who knowingly or recklessly allowed for
the breach or unauthorized release of student data or teacher or principal data be
precluded from accessing student data or teacher or principal data from any educational
agency in the state for a fixed period of up to five years;

c) Order that a third-party contractor who knowingly or recklessly allowed for the breach
or unauthorized release of student data or teacher or principal data will not be deemed
a responsible bidder or offeror on any contract with an educational agency that involves
the sharing of student data or teacher or principal data, as applicable for purposes of
General Municipal Law Section 103 or State Finance Law Section 163(10)(c), as



2025 5676 
13 of 14 

Non- 
Instructional/Business 
Operations 

SUBJECT:  PRIVACY AND SECURITY FOR STUDENT DATA AND TEACHER AND 
PRINCIPAL DATA  (Cont'd.) 

applicable, for a fixed period of up to five years; and/or 
d) Require the third-party contractor to provide additional training governing

confidentiality of student data and/or teacher or principal data to all its officers and
employees with reasonable access to this data and certify that the training has been
performed at the contractor's expense. This additional training is required to be
performed immediately and include a review of laws, rules, and regulations, including
Education Law Section 2-d and its implementing regulations.

If the Chief Privacy Officer determines that the breach or unauthorized release of student 
data or teacher or principal data on the part of the third-party contractor or assignee was inadvertent 
and done without intent, knowledge, recklessness, or gross negligence, the Chief Privacy Officer 
may make a recommendation to the Commissioner that no penalty be issued to the third-party 
contractor. 

The Commissioner would then make a final determination as to whether the breach or 
unauthorized release was inadvertent and done without intent, knowledge, recklessness or gross 
negligence and whether or not a penalty should be issued. 

Notification of a Breach or Unauthorized Release 

The District will notify affected parents, eligible students, teachers, and/or principals in the 
most expedient way possible and without unreasonable delay, but no more than 60 calendar days 
after the discovery of a breach or unauthorized release of PII by the District or the receipt of a 
notification of a breach or unauthorized release of PII from a third-party contractor unless that 
notification would interfere with an ongoing investigation by law enforcement or cause further 
disclosure of PII by disclosing an unfixed security vulnerability. Where notification is delayed 
under these circumstances, the District will notify parents, eligible students, teachers, and/or 
principals within seven calendar days after the security vulnerability has been remedied or the risk 
of interference with the law enforcement investigation ends. 

Notifications will be clear, concise, use language that is plain and easy to understand, and to 
the extent available, include: 

a) A brief description of the breach or unauthorized release, the dates of the incident and
the date of discovery, if known;

b) A description of the types of PII affected;
c) An estimate of the number of records affected;
d) A brief description of the District’s investigation or plan to investigate; and
e) Contact information for representatives who can assist parents or eligible students that

have additional questions.
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Notification will be directly provided to the affected parent, eligible student, teacher, or 
principal by first-class mail to their last known address, by email, or by telephone. 

Where a breach or unauthorized release is attributed to a third-party contractor, the third-
party contractor is required to pay for or promptly reimburse the District for the full cost of this 
notification. 

Annual Data Privacy and Security Training 

The District will annually provide data privacy and security awareness training to its officers 
and staff with access to PII. This training will include, but not be limited to, training on the 
applicable laws and regulations that protect PII and how staff can comply with these laws and 
regulations. The District may deliver this training using online training tools. Additionally, this 
training may be included as part of the training that the District already offers to its workforce. 

Notification of Policy 

The District will publish this policy on its website and provide notice of the policy to all its 
officers and staff. 

Education Law § 2-d 
8 NYCRR Part 121 

Adoption Date: 01/11/2021 
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SUBJECT: CODE OF CONDUCT ON SCHOOL PROPERTY 
 
 The District has developed and will amend, as appropriate, a written Code of Conduct for the 
Maintenance of Order on School Property, including school functions, which shall govern the 
conduct of students, teachers and other school personnel, as well as visitors and/or vendors. The 
Board of Education will further provide for the enforcement of this Code of Conduct. 
 
 For purposes of this policy, and the implemented Code of Conduct, school property means in 
or within any building, structure, athletic playing field, playground, parking lot or land contained 
within the real property boundary line of the District's schools, or in or on a school bus; and a school 
function shall mean a school-sponsored extracurricular event or activity regardless of where such 
event or activity takes place, including those that take place in another state. 
 
 The District Code of Conduct has been developed in collaboration with student, teacher, 
administrator, and parent organizations, school safety personnel and other school personnel. 
 
 The Code of Conduct shall include, at a minimum, the following: 
 

a) Provisions regarding conduct, dress and language deemed appropriate and acceptable 
on school property and at school functions, and conduct, dress and language deemed 
unacceptable and inappropriate on school property; provisions regarding acceptable 
civil and respectful treatment of teachers, school administrators, other school personnel, 
students and visitors on school property and at school functions; the appropriate range 
of disciplinary measures which may be imposed for violation of such Code; and the 
roles of teachers, administrators, other school personnel, the Board of Education and 
parents/persons in parental relation to the student; 

 
b) Provisions prohibiting discrimination, bullying and/or harassment against any student, 

by employees or students on school property, at a school function, or off school 
property when the actions create or would foreseeably create a risk of substantial  
disruption within the school environment or where it is foreseeable that the conduct 
might reach school property, that creates a hostile environment by conduct, with or 
without physical contact, threats, intimidation or abuse (verbal or non-verbal), of such a 
severe nature that: 

 
1. Has or would have the effect of unreasonably and substantially interfering with a 

student's educational performance, opportunities or benefits, or mental, emotional 
and/or physical well-being; or 

 
2. Reasonably causes or would reasonably be expected to cause a student to fear for 

his/her physical safety. 
 

When the term "bullying" is used, even if not explicitly stated, such term includes 
cyberbullying, meaning such harassment or bullying that occurs through any form of 
electronic communication.  

 
Such conduct shall include, but is not limited to, threats, intimidation, or abuse based on a 
person’s actual or perceived race, color, weight, national origin, ethnic group, religion,  
 

(Continued) 



 2025 3410  
      2 of 4 
 

 Community Relations  
 
 
SUBJECT: CODE OF CONDUCT ON SCHOOL PROPERTY  (Cont'd.) 

 
religious practices, disability, sexual orientation, gender as defined in Education Law 
Section 11(6), or sex; provided that nothing in this subdivision shall be construed to 
prohibit a denial of admission into, or exclusion from, a course of instruction based on a 
person's gender that would be permissible under Education Law Sections 3201-a or 
2854(2) (a) and Title IX of the Education Amendments of 1972 (20 USC Section 1681, 
et seq.), or to prohibit, as discrimination based on disability, actions that would be 
permissible under 504 of the Rehabilitation Act of 1973; 

 
c) Standards and procedures to assure security and safety of students and school personnel; 

 
d) Provisions for the removal from the classroom and from school property, including a 

school function, of students and other persons who violate the Code; 
 

e) Provisions prescribing the period for which a disruptive student may be removed from 
the classroom for each incident, provided that no such student shall return to the 
classroom until the Principal (or his/her designated School District administrator) makes 
a final determination pursuant to Education Law Section 3214(3-a)I or the period of 
removal expires, whichever is less; 

 
f) Disciplinary measures to be taken for incidents on school property or at school functions 

involving the use of tobacco, the possession or use of illegal substances or weapons, the 
use of physical force, vandalism, violation of another student's civil rights, harassment 
and threats of violence; 

g) Provisions for responding to acts of discrimination, bullying and/or harassment against 
students by employees or students on school property, at a school function, or off school 
property when the actions create or would foreseeable create a risk of substantial 
disruption within the school environment or where it is foreseeable that the conduct might 
reach school property, pursuant to clause (b) of this subparagraph; 

 
h) Provisions for detention, suspension and removal from the classroom of students, 

consistent with Education Law Section 3214 and other applicable federal, state and local 
laws, including provisions for school authorities to establish procedures to ensure the 
provision of continued educational programming and activities for students removed 
from the classroom, placed in detention, or suspended from school, which shall include 
alternative educational programs appropriate to individual student needs; 

 
i) Procedures by which violations are reported and determined, and the disciplinary 

measures imposed and carried out; 
 

j) Provisions ensuring the Code of Conduct and its enforcement are in compliance with 
state and federal laws relating to students with disabilities; 

 
k) Provisions setting forth the procedures by which local law enforcement agencies shall be 

notified of Code violations which constitute a crime; 
 
l) Provisions setting forth the circumstances under and procedures by which 

parents/persons in parental relation to the student shall be notified of Code violations; 
 

(Continued) 
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m) Provisions setting forth the circumstances under and procedures by which a complaint in 
criminal court, a juvenile delinquency petition or person in need of supervision ("PINS") 
petition as defined in Articles 3 and 7 of the Family Court Act will be filed; 

 
n) Circumstances under and procedures by which referral to appropriate human service 

agencies shall be made; 
 

o) A minimum suspension period for students who repeatedly are substantially disruptive 
of the educational process or substantially interfere with the teacher's authority over the 
classroom, provided that the suspending authority may reduce such period on a case-by-
case basis to be consistent with any other state and federal law. For purposes of this 
requirement, as defined in Commissioner's Regulations, "repeatedly is substantially 
disruptive of the educational process or substantially interferes with the teacher's 
authority over the classroom" shall mean engaging in conduct which results in the 
removal of the student from the classroom by teacher(s) pursuant to the provisions of 
Education Law Section 3214(3-a) and the provisions set forth in the Code of Conduct on 
four (4) or more occasions during a semester, or three (3) or more occasions during a 
trimester, as applicable; 

 
p) A minimum suspension period for acts that would qualify the student to be defined as a 

violent student pursuant to Education Law Section 3214(2-a)(a). However, the 
suspending authority may reduce the suspension period on a case-by-case basis 
consistent with any other state and federal law; 

 
q) A Bill of Rights and Responsibilities of Students which focuses upon positive student 

behavior and a safe and supportive school climate, which shall be written in plain-
language, publicized and explained in an age-appropriate manner to all students on an 
annual basis; and 

 
r) Guidelines and programs for in-service education programs for all District staff members 

to ensure effective implementation of school policy on school conduct and discipline, 
including but not limited to, guidelines on promoting a safe and supportive school climate 
while discouraging, among other things, discrimination, bullying and/or harassment 
against students by students and/or school employees; and including safe and supportive 
school climate concepts in the curriculum and classroom management. 

 
The District's Code of Conduct shall be adopted by the Board of Education only after at least one (1) 
public hearing that provided for the participation of school personnel, parents/persons in parental 
relation, students, and any other interested parties.  
 
 The Code of Conduct shall be reviewed on an annual basis, and updated as necessary in 
accordance with law. The District may establish a committee pursuant to Education Law Section 
2801(5)(a) to facilitate review of its Code of Conduct and the District's response to Code of Conduct 
violations. The School Board shall reapprove any updated Code of Conduct or adopt revisions only 
after at least one (1) public hearing that provides for the participation of school personnel,  
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parents/persons in parental relation, students, and any other interested parties. The District shall file 
a copy of its Code of Conduct and any amendments with the commissioner, in a manner prescribed 
by the Commissioner, no later than thirty (30) days after their respective adoptions. 
 
 The Board of Education shall ensure community awareness of its Code of Conduct by: 
 

a) Posting the complete Code of Conduct on the Internet website, if any, including any 
annual updates and other amendments to the Code; 

 
b) Providing copies of a summary of the Code of Conduct to all students in an age-

appropriate version, written in plain language, at a school assembly to be held at the 
beginning of each school year; 

 
c) Providing a plain language summary of the Code of Conduct to all parents or persons in 

parental relation to students before the beginning of each school year and making the 
summary available thereafter upon request; 

 
d) Providing each existing teacher with a copy of the complete Code of Conduct and a copy 

of any amendments to the Code as soon as practicable following initial adoption or 
amendment of the Code. New teachers shall be provided a complete copy of the current 
Code upon their employment; and 

 
e) Making complete copies available for review by students, parents or persons in parental 

relation to students, other school staff and other community members. 
 
 
Privacy Rights 
 
 As part of any investigation, the District has the right to search all school property and 
equipment including District computers. Rooms, desks, cabinets, lockers, computers, etc. are 
provided by the District for the use of staff and students, but the users do not have exclusive use of 
these locations or equipment and should not expect that materials stored therein will be private. 
 
Education Law Sections 11(8), 801-a, 2801 and 3214 
Family Court Act Articles 3 and 7 
Vehicle and Traffic Law Section 142 
8 NYCRR Section 100.2 
 
NOTE: Refer also to District Code of Conduct  
 
Adoption Date:  July 10, 2013 
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Overview 
 The District is committed to creating and maintaining an environment which is free from 
discrimination and harassment. This policy addresses complaints of discrimination and/or harassment 
made under applicable federal and state laws and regulations, as well as any applicable District policy, 
regulation, procedure, or other document such as the District's Code of Conduct. It is just one component 
of the District's overall commitment to maintaining a discrimination and harassment-free educational 
and work environment.  
 
 In accordance with applicable federal and state laws and regulations, the District does not 
discriminate on the basis of any legally protected class or category in its education programs and 
activities or when making employment decisions. Further, the District prohibits discrimination and 
harassment on school property and at school functions on the basis of any legally protected class or 
category including, but not limited to:  
 
 a) Age; 
 
 b) Race; 
 
 c) Creed; 
 
 d) Religion; 
 
 e) Color;  
 
 f) National origin; 
 
 g) Citizenship or immigration status; 
 
 h) Sexual orientation; 
 
 i) Gender identity or expression; 
 
 j) Military status; 
 
 k) Sex; 
 
 l) Disability; 
 
 m) Predisposing genetic characteristics;  
 
 n) Familial status; 
 
 o) Marital status; and 
 
 p) Status as a victim of domestic violence. 

 
 

(Continued) 
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 The District adopts this policy as part of its effort to provide for the prompt and equitable resolution 
of complaints of discrimination and/or harassment. The District will promptly respond to reports of 
discrimination and/or harassment, ensure that all investigations are conducted within a reasonably 
prompt time frame and under a predictable fair grievance process that provides due process protections, 
and impose disciplinary measures and implement remedies when warranted.  
 
 Inquiries about this policy may be directed to the District's Civil Rights Compliance Officer(s) 
(CRCO(s)).  
 
Scope and Application 
 This policy outlines the District's general approach to addressing complaints of discrimination 
and/or harassment. This policy applies to the dealings between or among the following parties on school 
property and at school functions: 
 
 a) Students; 
 
 b) Employees; 
 
 c) Applicants for employment; 
 
 d) Paid or unpaid interns; 
 
 e) Anyone who is (or is employed by) a contractor, subcontractor, vendor, consultant, or other 

person providing services pursuant to a contract in the workplace; 
 
 f) Volunteers; and 
 
 g) Visitors or other third parties. 
 
 Further, discrimination and/or harassment that occurs off school property and somewhere other 
than a school function can disrupt the District's educational and work environment. This conduct can 
occur in-person or through phone calls, texts, emails, or social media. Accordingly, conduct or incidents 
of discrimination and/or harassment that create or foreseeably create a disruption within the District may 
be subject to this policy in certain circumstances. 
 
 Other District policies and documents such as regulations, procedures, collective bargaining 
agreements, and the District's Code of Conduct may address misconduct related to discrimination and/or 
harassment and may provide for additional, different, or more specific grievance procedures depending 
on a number of factors including, but not limited to, who is involved, where the alleged discrimination 
and/or harassment occurred, and the basis of the alleged discrimination and/or harassment. These 
documents must be read in conjunction with this policy.  
 
 The dismissal of a complaint under one policy or document does not preclude action under another 
related District policy or document.  
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Definitions 
 For purposes of this policy, the following definitions apply: 
 
 a) "School property" means in or within any building, structure, athletic playing field, 

playground, parking lot, or land contained within the real property boundary line of any 
District elementary or secondary school, or in or on a school bus or District vehicle.  

 
 b) "School function" means a school-sponsored or school-authorized extracurricular event or 

activity regardless of where the event or activity takes place, including any event or activity 
that may take place virtually or in another state. 

 
What Constitutes Discrimination and Harassment 

Determinations as to whether conduct or an incident constitutes discrimination and/or harassment 
will be made consistent with applicable federal and state laws and regulations, as well as any applicable 
District policy, regulation, procedure, or other document such as the District's Code of Conduct. These 
determinations may depend upon a number of factors, including, but not limited to: the particular 
conduct or incident at issue; the ages of the parties involved; the context in which the conduct or incident 
took place; the relationship of the parties to one another; the relationship of the parties to the District; 
and the protected class or characteristic that is alleged to have been the basis for the conduct or incident. 
The examples below are intended to serve as a general guide for individuals in determining what may 
constitute discrimination and/or harassment. These examples should not be construed to add or limit the 
rights that individuals and entities possess as a matter of law.  
 

Generally stated, discrimination consists of the differential treatment of a person or group of 
people on the basis of their membership in a legally protected class. Discriminatory actions may include, 
but are not limited to: refusing to promote or hire an individual on the basis of their membership in a 
protected class; denying an individual access to facilities or educational benefits on the basis of their 
membership in a protected class; or impermissibly instituting policies or practices that 
disproportionately and adversely impact members of a protected class. 
 
 Generally stated, harassment consists of subjecting an individual, on the basis of their membership 
in a legally protected class, to unwelcome verbal, written, or physical conduct which may include, but 
is not limited to: derogatory remarks, signs, jokes, or pranks; demeaning comments or behavior; slurs; 
mimicking; name calling; graffiti; innuendo; gestures; physical contact; stalking; threatening; bullying; 
extorting; or the display or circulation of written materials or pictures.  
 
 This conduct may, among other things, have the purpose or effect of: subjecting the individual to 
inferior terms, conditions, or privileges of employment; creating an intimidating, hostile, or offensive 
environment; substantially or unreasonably interfering with an individual's work or a student's 
educational performance, opportunities, benefits, or well-being; or otherwise adversely affecting an 
individual's employment or educational opportunities.  
 
 Under New York State Human Rights Law (NYSHRL), discrimination or harassment does not 
need to be sever or pervasive to be illegal.  It can be any discriminatory or harassing behavior that rises 
above petty slights or trivial inconveniences.  Every instance of discrimination or harassment is unique 
to those experiencing it, and there is no single boundary between petty slights and harassing behavior.  
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However, NYSHRL specifies that whether discriminatory or harassing conduct is considered petty or 
trivial is to be viewed from the standpoint of a reasonable victim of discrimination with the same 
protected characteristics. 
 
Civil Rights Compliance Officer 
 
 The District has designated the following District employee(s) to serve as its CRCO(s): 
 

1. Brian Doelger, Superintendent, 631-749-0302, extension 101 
brian.doelger@shelterisland.k12.ny.us 

2. Todd Gulluscio, Director of Athletics, Physical Education, Health, Wellness & 
Personnel, 631-749-0302, extension 107, todd.gulluscio@shelterisland.k12.ny.us 

 
 The CRCO(s) will coordinate the District's efforts to comply with its responsibilities under 
applicable non-discrimination and anti-harassment laws and regulations including, but not limited to: 
the Americans with Disabilities Act of 1990, Section 504 of the Rehabilitation Act of 1973, Title VI of 
the Civil Rights Act of 1964, and the Age Discrimination Act of 1975. 
 
 Where appropriate, the CRCO(s) may seek the assistance of other District employees, such as the 
District's Title IX Coordinator(s) or Dignity Act Coordinator(s) (DAC(s)), or third parties in 
investigating, responding to, and remedying complaints of discrimination and/or harassment.  
 
Reporting Allegations of Discrimination and/or Harassment  
 Anyone who experiences, witnesses, or becomes aware of potential instances of discrimination or 
harassment is encouraged to report the behavior to a supervisor, building principal, other administrator, 
or the CRCO. Individuals should not feel discouraged from reporting discrimination or harassment 
because they do not believe it is bad enough or conversely because they do not want to see someone 
punished for less severe behavior.  
 

Reports of discrimination and/or harassment may be made verbally or in writing. A written 
complaint form is posted on the District's website if an individual would like to use it, but the complaint 
form is not required. Individuals who are reporting discrimination and/or harassment on behalf of 
another individual may use the complaint form and note that it is being submitted on another individual's 
behalf. A verbal or otherwise written complaint (such as an email) on behalf of oneself or another 
individual is also acceptable. 

 
 Reports may be made to a CRCO in person, by using the contract information for a CRCO, or 

by any other means that results in a CRCO receiving the person’s verbal or written report.  This report 
may be made at any time (including during non-business hours) by using the telephone number or email 
address, or by mail to the office address, listed for a CRCO. 

 
Reports of discrimination and/or harassment may also be made to any other District employee 

including a supervisor or building principal.  All reports of discrimination and/or harassment must be 
immediately forwarded to the CRCO.  Reports may also be forwarded to other District employees 
depending on the allegations. 

 (Continued) 
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 Failure to immediately inform the CRCO may subject the employee to discipline up to and 
including termination. 
 
 If the CRCO is unavailable, including due to a conflict of interest or other disqualifying reason, 
the report will be directed to another CRCO, if the District has designated another individual to serve in 
that capacity. If the District has not designated another CRCO, the Superintendent will ensure that 
another person with the appropriate training and qualifications is appointed to act as the CRCO.  
 
 In addition to complying with the reporting requirements in this policy, District employees must 
comply with any other applicable reporting requirements contained in District policy, regulation, 
procedure, collective bargaining agreement, or other document such as the District's Code of Conduct. 
Applicable documents include, but are not limited to, the District's policies, regulations, and procedures 
related to Title IX, sexual harassment in the workplace, and the Dignity for All Students Act (DASA).  
 
Supervisory Responsibilities 
 Supervisors, building principals, other administrators, and the CRCOs are responsible for helping 
to maintain a discrimination and harassment-free educational and work environment.  

 
All supervisors, building principals, and other administrators who receive a complaint or 

information about suspected discrimination or harassment, observe what may be discriminatory or 
harassing behavior, or for any reason suspect that discrimination or harassment is occurring, are required 
to report the suspected discrimination or harassment to the CRCO. If the CRCO is unavailable, including 
due to a conflict of interest or other disqualifying reason, the report will be directed to another CRCO, 
if the District has designated another individual to serve in that capacity. If the District has not designated 
another CRCO, the Superintendent will ensure that another person with the appropriate training and 
qualifications is appointed to act as the CRCO. 
 

Supervisors, building principals, and other administrators should not be passive and wait for an 
individual to make a claim of discrimination or harassment. If they observe such behavior, they must 
act.  
 

Supervisors, building principals, and other administrators can be disciplined if they engage in 
discriminatory or harassing behavior themselves. Supervisors, building principals, and other 
administrators, can also be disciplined for failing to report suspected discrimination or harassment or 
allowing discrimination or harassment to continue after they know about it.  

 
While supervisors, building principals, and other administrators have a responsibility to report 

discrimination and harassment, they must be mindful of the impact that discrimination and/or 
harassment and a subsequent investigation has on victims.  Being identified as a possible victim of 
discrimination or harassment and questioned about discrimination or harassment can be intimidating, 
uncomfortable and re-traumatizing for individuals.  Supervisors, building principals, and other 
administrators must accommodate the needs of individuals who have experienced discrimination or 
harassment to ensure the workplace is safe, supportive, and free from retaliation for them during and 
after any investigation. 
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Grievance Process for Complaints of Discrimination and/or Harassment 
 
 All complaints or information about discrimination or harassment will be investigated, whether 
that information was reported in verbal or written form. An investigation of any complaint, information, 
or knowledge of suspected discrimination or harassment will be prompt, thorough, equitable, and started 
and completed as soon as possible. Investigations will be kept confidential to the extent possible. 
Disclosure may, however, be necessary to complete a thorough investigation of the charges and/or notify 
law enforcement officials. All individuals involved, including those making a discrimination or 
harassment claim, witnesses, and alleged harassers deserve a fair and impartial investigation. 
 
 The CRCO will generally oversee the District's investigation of all complaints of discrimination 
and/or harassment. In the event an anonymous complaint is filed, the District will respond to the extent 
possible. 
 

District employees may be required to cooperate as needed in an investigation of suspected 
discrimination or harassment. The District recognizes that participating in a discrimination or 
harassment investigation can be uncomfortable and has the potential to retraumatize an individual. 
Individuals receiving claims and leading investigations will handle complaints and questions with 
sensitivity toward participants. 

 
Various District policies and documents address discrimination and harassment. All complaints 

will be handled in accordance with the applicable District policies and/or documents. 
 
 The determination as to which District policies and/or documents are applicable is fact specific, 

and the CRCO may work with other District staff such as the District's Dignity Act Coordinators (DACs) 
or Title IX Coordinator(s) to determine which District policies and/or documents are applicable to the 
specific facts of the complaint. 
 
 If an investigation reveals that discrimination and/or harassment based on a legally protected class 
has occurred, the District will take immediate corrective action as warranted. This action will be taken 
in accordance with applicable law and regulation, as well as any applicable District policy, regulation, 
procedure, collective bargaining agreement, third-party contract, or other document such as the District's 
Code of Conduct.  
 
Knowingly Makes False Accusations 
 
 Any employee or student who knowingly makes false accusations against another individual as to 
allegations of discrimination and/or harassment will face appropriate disciplinary action.  
 
Prohibition of Retaliatory Behavior (Commonly Known as "Whistle-Blower" Protection) 
 

The District prohibits all retaliation. Any individual that reports an incident of discrimination or 
harassment, provides information, or otherwise assists I any investigation of a discrimination or 
harassment complaint is protected from retaliation.  No one should fear reporting discrimination or 
harassment if they believe it has occurred.  Even if the alleged discrimination or harassment does not  
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turn out to rise to the level of a violation of law, the individual is protected from retaliation if the person 
had a good faith belief that the practices were unlawful. However, the retaliation provision is not 
intended to protect persons making intentionally false charges of discrimination or harassment. 
 

Any District employee who retaliates against anyone involved in a discrimination or harassment 
investigation will face disciplinary action, up to and including termination.  
 
 Complaints of retaliation may be directed to the CRCO. If the CRCO is unavailable, including due 
to a conflict of interest or other disqualifying reason, the report will be directed to another CRCO, if the 
District has designated another individual to serve in that capacity. If the District has not designated 
another CRCO, the Superintendent will ensure that another person with the appropriate training and 
qualifications is appointed to act as the CRCO.  
 
 Where appropriate, follow-up inquiries will be made to ensure that the discrimination and/or 
harassment has not resumed and that those involved in the investigation have not suffered retaliation.  
 
Confidentiality 
 
 To the extent possible, all complaints will be treated as confidential. Disclosure may be necessary 
in certain circumstances such as to complete a thorough investigation and/or notify law enforcement 
officials. All disclosures will be in accordance with law and regulation. 
 
Training 
 
 In order to promote familiarity with issues pertaining to discrimination and harassment in the 
District, and to help reduce incidents of prohibited conduct, the District will provide appropriate  
information and/or training to employees and students. As may be necessary, special training will be 
provided for individuals involved in the handling of discrimination and/or harassment complaints. 
 
Notification 
 

Prior to the beginning of each school year, the District will issue an appropriate public 
announcement or publication which advises students, parents or legal guardians, employees, and other 
relevant individuals of the District's established grievance process for resolving complaints of 
discrimination and/or harassment. This announcement or publication will include the name, office 
address, telephone number, and email address of the CRCO(s). The District's website will reflect current 
and complete contact information for the CRCO(s). 

 
A copy of this policy and its corresponding regulations and/or procedures will be available upon request 
and will be posted and/or published in appropriate locations and/or District publications. 
 
Additional Provisions 
 
 Regulations and/or procedures will be developed for reporting, investigating, and remedying 
allegations of discrimination and/or harassment.  
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8 USC Section 1324b  
29 USC Section 206 
42 USC Section 1981 
Age Discrimination Act of 1975, 42 USC Section 6101 et seq. 
Age Discrimination in Employment Act of 1967 (ADEA), 29 USC Section 621 et seq. 
Americans with Disabilities Act (ADA), 42 USC Section 12101 et seq. 
Equal Educational Opportunities Act of 1974, 20 USC Section 1701 et seq. 
Genetic Information Non-Discrimination Act (GINA), 42 USC Section 2000ff et seq. 
Section 504 of the Rehabilitation Act of 1973, 29 USC Section 790 et seq. 
Title IV of the Civil Rights Act of 1964, 42 USC Section 2000c et seq. 
Title VI of the Civil Rights Act of 1964, 42 USC Section 2000d et seq. 
Title VII of the Civil Rights Act of 1964, 42 USC Section 2000e et seq.  
Title IX of the Education Amendments Act of 1972, 20 USC Section 1681 et seq. 
Uniformed Services Employment and Reemployment Rights Act (USERRA), 38 USC Section 4301 et seq. 
28 CFR Part 35 
29 CFR Chapter I – National Labor Relations Board 
29 CFR Chapter XIV – Equal Employment Opportunity Commission 
34 CFR Parts 100, 104, 106, 110, and 270 
45 CFR Part 86 
Civil Rights Law Sections 40, 40-a, 40-c, 47-a, 47-b, and 48-a 
Civil Service Law Sections 75-b and 115 
Correction Law Section 752  
Education Law Sections 10-18, 313, 313-a, 2801, 3201, and 3201-a  
Labor Law Sections 194-a, 201-d, 201-g, 203-e, 206-c, 215, and 740  
New York State Human Rights Law, Executive Law Section 290 et seq.  
Military Law Sections 242, 243, and 318 
8 NYCRR Section 100.2 
9 NYCRR Section 466 et seq.  
 
 
NOTE:  Refer also to Policies:  
#3421 -- Title IX and Sex Discrimination #7551 – Sexual Harassment of Students 
#6120 -- Equal Employment Opportunity #8130 – Equal Educational Opportunities 
#6121 -- Sexual Harassment in the Workplace #8220 – Career and Technical (Occupational) 
#6122 – Employee Grievances               Education  
#7550 – Dignity for All Students District Code of Conduct 
 
     
Adoption Date:  01/22/08 
Revised:  11/18/15 
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SUBJECT: BUDGET PLANNING AND DEVELOPMENT 

Budget planning and development for the District is an integral part of program planning so that 
the annual operating budget may effectively express and implement programs and activities of the 
District. Budget planning is a year-round process involving participation of District-level administrators, 
principals, directors, coordinators, teachers, and other personnel. The process of budget planning and 
development will allow for community input and opportunities for public information and feedback. 

The Superintendent has overall responsibility for budget preparation, including the construction 
of and adherence to a budget calendar. Program managers will develop and submit budget requests for 
their particular areas of responsibility after seeking the advice and suggestions of staff members. 

Principals will develop and submit budget requests for their particular schools in conjunction with 
the advice and suggestions of staff members and their own professional judgment. Each school's budget 
request will be the principal's recommendation as to the most effective way to use available resources 
in achieving progress toward the approved educational objectives of the school. Program budgets and 
school budgets will reflect state and/or federal requirements, special sources of funding, and District 
objectives and priorities. 

The Board will give consideration to budget requests, and will review allocations for 
appropriateness and for their consistency with the District's educational priorities. 

All budget documents for distribution to the public will be in plain language and organized in a 
manner which best promotes public comprehension of the contents. Documents will be complete, and 
accurate, and contain sufficient detail to adequately inform the public regarding data such as estimated 
revenues, proposed expenditures, transfers to other funds, fund balance information, and changes in this 
information from the prior year's submitted budget. 

In accordance with Commissioner's regulations, the budget will be presented in three components 
which are to be voted upon as one proposition. The law prescribes the types of items to be included in 
each component and further prescribes that all relevant costs be included in the component. 

a) A program component which will include, but need not be limited to, all program expenditures of
the District, including the salaries and benefits of teachers and any school administrators or
supervisors who spend a majority of their time performing teaching duties, and all transportation
operating expenses;

b) A capital component which will include, but need not be limited to, all transportation capital, debt
service, and lease expenditures; costs resulting from judgments and tax certiorari proceedings or
the payment of awards from court judgments, administrative orders or settled or compromised
claims; and all facilities costs of the District, including facilities lease expenditures, the annual
debt service and total debt for all facilities financed by bonds and notes of the District, and the
costs of construction, acquisition, reconstruction, rehabilitation or improvement of school
buildings, provided that such budget will include a rental, operations, and maintenance charges,
cost per square foot for each facility leased by the District, and any and all expenditures associated
with custodial salaries and benefits, service contracts, supplies, utilities, and maintenance and
repairs of school facilities; and

(Continued) 
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c) An administrative component which will include, but need not be limited to, office and central 

administrative expenses, traveling expenses and all compensation, including salaries and benefits 
of all school administration and supervisors, business administrators, superintendents of schools 
and deputy, assistant, associate or other superintendents under all existing employment contracts 
or collective bargaining, any and all expenditures associated with the operation of the Office of 
the Board, the Office of the Superintendent, General Administration, the School Business Office, 
consulting costs not directly related to direct student services and programs, planning, and all other 
administrative activities. 

 
 Additionally, the Board will append to the proposed budget the following documents: 
 

a) A detailed statement of the total compensation to be paid to the Superintendent, and any 
Assistant or Associate Superintendent in the ensuing school year, including a delineation of 
the salary, annualized cost of benefits and any in-kind or other form of remuneration; 

 
b) A list of all other school administrators and supervisors, if any, whose annual salary for the 

coming school year will be at or above that designated in law for such reporting purposes, 
with the title of their positions and annual salary identified;  

 
c) A School District Report Card, prepared pursuant to Commissioner's regulations, which 

includes measures of the academic performance of the District, on a school by school basis, 
and measures of the fiscal performance of the District (see subheading School District Report 
Card);  

 
d) A Property Tax Report Card prepared in accordance with law and Commissioner's 

regulations (see subheading Property Tax Report Card); and 
 

e) A Tax Exemption Report prepared in accordance with law (see subheading Tax Exemption 
Report). 

 
 The Board will ensure that unexpended surplus funds (i.e., operating funds in excess of the current 
school year budget, not including funds properly retained under other sections of law) have been applied 
in determining the amount of the school tax levy. Surplus funds means any operating funds in excess of 
four percent. 
 

The proposed budget for the ensuing school year will be reviewed by the Board and publicly 
disseminated, in accordance with law, prior to its submission to District voters for approval. 
 

District funds may be expended to inform the public regarding the annual budget and to present 
the annual budget to District voters; however, these funds will not be utilized to promote either a 
favorable or negative opinion of the proposed budget. 
 
School District Report Card 
 

 Each year the District will supply data as required by the State Education Department (SED) and 
will receive a School District Report Card, sometimes referred to as a New York State Report Card. 
These provide enrollment, demographic, attendance, suspension, dropout, teacher, assessment, 
 

(continued) 
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accountability, graduation rate, post-graduation plan, career and technical education, and fiscal data for 
public and charter schools, districts, and the State. The School District Report Cards consist of three 
parts: 
 

a) Accountability and Overview Report - shows District or school profile data, accountability 
statuses, data on accountability measures such as ELA, Math, and Science scores, and 
graduation rates. 

 
b) Comprehensive Information Report - shows non-accountability data such as annual Regents 

examination results and post-graduate plans of students completing high school. 
 

c) Fiscal Accountability Supplement - shows expenditures per pupil and some information 
about placement and classification of students with disabilities. 

 
 School District Report Cards are also available online at the SED website. 
 
Property Tax Report Card 
 
 Each year, the Board will prepare a Property Tax Report Card, pursuant to Commissioner's 
regulations, and will make it publicly available by transmitting it to local newspapers of general 
circulation, appending it to copies of the proposed budget made publicly available as required by law, 
making it available for distribution at the Annual Meeting, and otherwise disseminating it as required 
by the Commissioner. 
 
 The Property Tax Report Card will include: 
 

a) The amount of total spending and total estimated school tax levy that would result from 
adoption of the proposed budget, and the percentage increase or decrease in total spending 
and total school tax levy from the District budget for the preceding school year; and 

 
b) The projected enrollment growth for the school year for which the budget is prepared, and 

the percentage change in enrollment from the previous year; and 
 

c) The percentage increase in the average of the Consumer Price Indexes from January first of 
the prior school year to January first of the current school year as defined in Education Law; 
and 

 
d) The projected amount of the adjusted unrestricted fund balance that will be retained if the 

proposed budget is adopted; the projected amount of the adjusted restricted fund balance; the 
projected amount of the assigned appropriated fund balance; the percentage of the proposed 
budget that the adjusted unrestricted fund balance represents; the actual adjusted unrestricted 
fund balance retained in the District budget for the preceding school year; the percentage of  
the District budget for the preceding school year that the actual adjusted unrestricted fund 
balance represents; a schedule of reserve funds setting forth the name of each reserve fund, 
a description of its purpose, the balance as of the close of the third quarter of the current  
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fiscal year, and a brief statement explaining any plans for the use of each reserve fund for 
the ensuing fiscal year; and 

e) The District's school tax levy limit calculation. The District will submit its school tax levy
limit calculation to the Office of the State Comptroller, SED, and the Office of Taxation and
Finance by March 1 annually. If a voter override of the tax levy limit is necessary, the budget
vote must be approved by 60% of the District's qualified voters present and voting.

A copy of the Property Tax Report Card prepared for the Annual District Meeting will be 
submitted to SED in the manner prescribed by the Department by the end of the business day next 
following approval of the Property Tax Report Card by the Board, but no later than 24 days prior to the 
statewide uniform voting day (i.e., the third Tuesday in May). 

The SED will compile such data for all school districts whose budgets are subject to a vote of the 
qualified voters, and will make this compilation available electronically at least ten days prior to the 
statewide uniform voting day. Links to each school year's Property Tax Report Card can be found on 
the SED's official website. 

Tax Exemption Report 

A Tax Exemption Report will be annexed to any tentative or preliminary budget and will become 
part of the final budget. This report will be on the form as prescribed by the State Board of Real Property 
Services and will show the following: 

a) How much of the total assessed value of the final assessment roll(s) used in the budgetary
process is exempt from taxation;

b) Every type of exemption granted as identified by statutory authority;
c) The cumulative impact of each type of exemption expressed either as a dollar amount of

assessed value or as a percentage of the total assessed value on the roll;
d) The cumulative amount expected to be received from recipients of each type of exemption

as payments in lieu of taxes or other payments for municipal services; however, individual
recipients are not to be named; and

e) The cumulative impact of all exemptions granted.

Notice of this report will be included in any notice of the preparation of the budget required law 
and will be posted on any bulletin board maintained by the District for public notices as well as on any 
website maintained by the District. 

Education Law §§ 1608(3)-(7), 1716(3)-(7), 2022(2-a), 2023-a, 2601-a(3), and 2601-a(7) 
8 NYCRR §§ 170.8, 170.9, and 170.11 
State Education Department Handbook No. 3 on Budget 

General Municipal Law § 36 
Real Property Tax Law §§ 495 and 
1318(l) 

Adoption Date: 09/17/07
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The Superintendent, working in conjunction with the administrative staff, is responsible to the 
Board for the administration of the budget. This includes, but is not limited to: 
 

a) Acquainting District employees with the final provisions of the program budget and guiding 
them in planning to operate efficiently and economically within these provisions. 

 
b) Providing direction to the District in maintaining those records of accounting control as are 

required by the New York State Uniform System of Accounts for School Districts, the Board, 
and other procedures, as are deemed necessary.  

 
c) Keeping the various operational units informed through periodic reports as to the status of 

their individual budgets.  
 

 Unless otherwise provided by law, no claim against the District will be paid unless such claims 
have been audited and approved by the Claims Auditor. 
 
Budget Transfers 
 

Within monetary limits as established by the Board, the Superintendent is authorized to transfer 
funds between and within functional unit appropriations for teachers' salaries and ordinary contingent 
expenses. Whenever changes are made, they are to be incorporated in the next Board agenda for 
informational purposes only. 
 
 
 
Education Law Sections 1604(35), 1709(20-a), 1711, 1718, 1724, 1950(4)(k), 2508, 2523-2526, and 2554(2-a) 
8 NYCRR Sections 170.12(c) and 170.2(l) 
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