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Nothing in this presentation prevents a school 
administrator from excluding a student, staff member, 
or other person from campus who, in their judgement, 
represents a clear danger to the safety and security of 

their school
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IMPORTANT NOTE



While officially, threat assessments teams are referred 
to as “BTAM’s” we will be referring to them as 

“MULTIDISCIPLINARY TEAMS”
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ANOTHER MORE IMPORTANTER NOTE



Threat Assessments are not intended to predict specific episodes of 
violence.  There is no foolproof method of assessing an individual’s 

potential to harm others. The goal of Threat Assessment is to propose 
recommendations for resolving the issue(s) that led to the threatening 

behavior
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Disclaimer



Before we begin, follow the breadcrumbs:

Onslow County Schools  Departments Operations 
and Facilities  Operations Departments  Safety 

and Security  Threat Assessment Resources

Please bookmark the Threat Assessment Resources 
page
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Getting Started
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Getting Started

The information contained in this guide is critical to successful threat assessment



Go to:

apps.raptortech.com
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Getting Started
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Getting Started

Select “StudentSafe Early Intervention”
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You should now be at your Dashboard



Enter a New Concern
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Start by Adding a Concern

You 
should 

only see 
your 

school

Select to add 
a concern 
about a 
student



12

Provide the Appropriate Information
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Provide the Appropriate Information
Enter the student’s name

Describe the concern that 
was reported



Each school has been assigned a student to use for this exercise.  The 
naming convention is:

School Initials + ExampleStudent

For Example:

SBMS ExampleStudent
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MOST VERY SPECIAL NOTE:  EXAMPLE STUDENT
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Provide the Appropriate Information
StudentSafe is linked to the SIS. Student names will populate
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Provide the Appropriate Information

Select the category that best describes the behavior.  More than one can be selected 

Linked students will generally be targets of the threatening behavior
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Provide the Appropriate Information

Some categories will provide additional (optional) subcategories
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Provide the Appropriate Information
Allows for documenting injuries (primarily from self-harm)

When the concern was reported or occurred

Any important documentation (such as a 
screen grab of a social media post) 

Staff that should be alerted to the concern; they will receive an email alert
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Provide the Appropriate Information
Adding to the planner will allow the system to send you alerts or reminders based on the 

date you provide (optional)

Once you have entered all of the information, click “Submit Concern” 



What to do With a New 
Concern
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New Concern – Add Action

One option is to “Add Action”
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New Concern – Add Action

Discipline?  Referral to mental health?  Close the concern as not a credible threat?
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Should I Close the Concern?

The Considerations 
Checklist can be found at 
on the Operations Web 
Site under Safety and 

Security   Threat 
Assessment Resources

The Considerations 
Checklist can the be 

uploaded to the Files in 
on the Add Action page 

as documentation
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New Concern – Threat Assessment Required
Select “Options”

To begin the assessment, select “Escalate to Assessment”
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Starting an Assessment

This is the 
window that 
will pop up 

after selecting 
“Escalate to 
Assessment”
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Starting an Assessment

Provide the 
reason that the 

Concern is 
being elevated 
to Assessment For threat 

assessment 
Case Type, 

always select 
“NTAC”
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Starting an Assessment

Select 
“Escalate” to 
open a new 

Threat 
Assessment
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Starting an Assessment – Assigning Tasks

Select “Add New”
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Starting an Assessment – Assigning Tasks

Select “Task”
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Starting an Assessment – Assigning Tasks

What task?

At this stage, 
status should 
be “Pending” 

or “In Progress”

Who will 
complete the 

task?

When should 
the task be 
completed?

Click “Submit”
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Starting an Assessment – Assigning Tasks

A new task will now appear on your assessment dashboard
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Starting an Assessment – Assigning Tasks

The person who was 
assigned the task will get 
an email notifying them 

They will get periodic 
reminders that get more 
frequent as the deadline 

approaches
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Assigning Tasks – What Tasks Should I Add?

This list of 
suggested tasks 
can be found on 
p. 52 of the Best 

Practice 
Guidance
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Completing Assigned Tasks

When ready, staff can click this link to edit their assigned task
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Completing Assigned Tasks

When this window opens, staff should select “Edit Task”

Note:  Status marked as “Pending”
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Completing Assigned Tasks

If finished, 
status can be 
changed to 
“Complete”

If finished, 
status can be 
changed to 
“Complete”

Files, such as 
interview 

notes, can be 
added
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Completing Assigned Tasks

Click “Submit” 
to complete 
the change
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Completing Assigned Tasks
Task marked as updated

Note:  Status now marked as “Complete”



• Use the collected data to decide if the person is a 
threat

• Determine the level of threat
• Create a Student Intervention and Monitoring Plan 
• Close the assessment

• Not a threat
• Monitoring time has elapsed and supports are in place
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All Assigned Tasks Completed…Now What?



• Is the behavior of the student consistent with the 
movement on a path toward an attack?

• Does the student's current situation or setting incline 
him or her toward or away from targeted violence?
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Is the Student a Threat?:  Two Primary Questions
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Is the Student a Threat?:  Eleven Guiding Questions

This list of eleven 
guiding questions can 
be found starting on 

p. 58 of the Best 
Practice Guidance
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Is the Student a Threat?:  Investigative Themes

This list of 
Investigative Themes 
can be found starting 
on p. 60 of the Best 
Practice Guidance



• Does the subject pose a threat of violence to others? 
(i.e., moderate, high, imminent risk)? 

• NOTE: If the student poses a potential threat to self, a 
suicide risk assessment must also be completed

• Does the student need additional interventions, and 
ongoing supports and engagement for a period of time 
to mitigate risk, decrease stressors, and/or build 
protective factors?
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Is the Student a Threat?:  Final Considerations
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Determining Threat Level

This list of Threat 
Levels can be found 
starting on p. 62 of 
the Best Practice 

Guidance
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Updating Threat Level

If necessary, 
return to the 
Dashboard
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Updating Threat Level

Scroll down and select the appropriate student
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Updating Threat Level

Select “Assessments”
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Updating Threat Level

Select “Go to assessment”
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Updating Threat Level

Select “Edit Assessment”
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Updating Threat Level

This is the 
window that 
will pop up 

after selecting 
“Edit 

Assessment”
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Updating Threat Level

This is the 
window that 
will pop up 

after selecting 
“Edit 

Assessment”
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Updating Threat Level

Select the 
appropriate 

threat level as 
determined by 

the team
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Updating Threat Level

Any important 
additional 

information 
can be added

Once finished, 
select “Submit”Files can be 

added
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Updating Threat Level

Threat level has been updated



Monitoring Plans
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Create a Monitoring Plan

This template is 
on the Threat 
Assessment 

Resources web 
site as are 

examples of  
recommended 

actions



Updating Assessments
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Updating Assessments

Select 
“Reporting”
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Updating Assessments

Select 
“Assessments”
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Updating Assessments

Chose the appropriate student and select “Open Assessment”
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Updating Assessments

Select “Add New” to do things like adding new tasks or “Edit Assessment” to add new information or close the assessment
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Updating Assessments

Assessment 
status can be 

updated

New 
information 

from the 
monitoring 
plan can be 

added



Questions?
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