CYBERSECURITY & ONLINE SAFETY
FOR YOUR CHILD
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SECURE TOGETHER

Why Cybersecurity Matters for Your Child’s Safety

Online Predators

Teach your child to never share

personal information with strangers o, 1
online. @]
Phishing & Scams < ] Common Tips for Safe
Warn your child about fake message k. Security Risks for . .
that ask for sensitive information like K ; Y onllne Hablts
passwords. _ Children
Cyberbullying
Encourage your child to report any
hurtful or threatening behavior
online.
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Cybersecurity
Resources for
Parents

Protecting Your
Family’s Digital
Footprint

Make sure you and your child
know what personal information
is being shared and how to
minimize it.
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Tools, *.., Engaging Parents

in Digital Safety

Use apps or software tools to stay
informed, actively support your
child’s digital safety at home, and
monitor and control their online
activity.

In today’s digital world, children face risks like .
cyberbullying and data theft alongside the benefits of T
technology. Understanding these risks and practicing

good cybersecurity habits is essential to protecting their
privacy and safety online.

Stay Safe. Stay Informed. Stay Connected.
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Technology Alliance for
Statewide Initiatives

The technalogy cooperative of the 20 Education Service Centers

Use Strong Passwords

Encourage creating unique
passwords for every account.

Regular

Conversations

Regularly discuss what your child
is doing online and any
concerns they have.

Enable Two-Factor
Authentication (2FA)

Add an extra layer of security to
your child’s accounts.

Resources

For free cybersecurity training

or materials, please scan the

QR code below to access the
CyManll Learning Library:




