
1 Start an open, two-way conversation with your child. 

2 Password-protect or control access to your child’s app 
store and gaming downloads. 

3 Set time and area limits for use of devices and set device 
check-in times. 

4 Set all apps, games, and devices to private. 

5 Turn off location data services on social media and 
nonessential apps. 

6 Talk about data permanency. Online data can last a 
lifetime. 

7 Create a contract with your child regarding online behavior. 

8 Know your child’s friend lists. Remove strangers. 

9 Warn your child that they should never leave a game 
to chat with someone they don’t know on a different 
platform. 

10 Do not delete messages, images or videos from 
predators and do not forward any sexually explicit 
images or videos. Save usernames, screenshots and 
images or videos as evidence for law enforcement to 
collect directly from the device.
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1 iOS sensitive content warnings:

1 In Settings, tap Privacy & Security.

2 Scroll down and tap Sensitive 
Content Warning.

3 Turn on Sensitive Content Warning.

Settings for Android 
devices vary. Please 
review your device 
settings thoroughly.

Know2Protect is a Department of Homeland Security national 
public awareness campaign to educate and empower children, 
teens, parents, trusted adults and policymakers to prevent and 
combat online child sexual exploitation and abuse (CSEA).

To learn more, visit know2protect.gov 
Report an incident at (833) 591-KNOW (5669)

TOP 10 TIPS2PROTECT

FOR YOU AND YOUR CHILDREN RESTRICT SENSITIVE CONTENT 
ON YOUR PHONE

HAVE FEEDBACK?

Scan this QR code to let us 
know what you thought of  
our presentation.
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To schedule a Project iGuardian® presentation and learn how to 
keep your kids safe online, email  iGuardian.hq@hsi.dhs.gov.


