
SUPERVISION AND MONITORING 
School and network administrators and their 
authorized employees monitor the use of 
information technology resources to help ensure 
that uses are secure and in conformity with this 
policy. Administrators reserve the right to examine, 
use, and disclose any data found on the school's 
information networks in order to further the health, 
safety, discipline, or security of any student or other 
person, or to protect property. They may also use this 
information in disciplinary actions, and will furnish 
evidence of crime to law enforcement. 

BRING YOUR OWN DEVICE POLICY 
The Maricopa Unified School District’s Bring Your Own 
Device Policy allows students to connect personal 
devices to the district’s WIRELESS network provided 
approval is granted from the principal or authorized 
designee and the student’s parent or legal guardian. 
This policy does not extend to district owned devices. 
For purposes of this policy, “device” means personally 
owned electronic equipment with wireless internet 
capability that can be used for educational purposes. 
This is limited to Chromebooks. 

SCREEN MONITORING 
Administration monitors all school 
issued technology accounts. These 
programs are in use for all students 
enrolled in the Maricopa Unified 
School District. 

MUSD 1:1 Device Policy 
MUSD supports student success by 
providing collaborative solutions 
to prepare all students for future 
opportunities. Every student grades 
3-12 has access to an assigned 
laptop for academic purposes at 
home and school. Students are 
responsible for device replacement 
costs if it is intentionally damaged. 
If the device is stolen a police 
report must be filed. Costs for 
replacements are as follows: 

Parts: 
Battery: $20 
Charger: $40 
Keyboard: $30 
Screen: $60 
Full Replacement: $ 334 
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