
SCHOOL

Social Media 

Why do children use social media?

Children and young people use many different social media apps and sites. The most popular are 
Facebook and Instagram, with many others such as Snapchat, TikTok and Twitter.

There are lots of benefits to social networking. They can allow users to stay connected with friends and 
family. They can also learn many different things, from make-up or gaming tutorials to making slime, 
or how to create their own videos.

Like most things, there can be negatives too. For children and young people there are risks that you 
should be aware of, to help keep your child safe on social media.

What are the risks of social media for children?

• Oversharing

• Sharing their location

• Talking to people they don’t know

• Sending or receiving inappropriate content

• Unrealistic sense of body image or reality

• Obsessive focus on likes and comments

December: Online Safety Bulletin for Parents



Tips to help children stay safe on social media
• Review the location settings - Remind them, and explain why, they shouldn’t share location on 
posts, or public forums and chats, videos or with people they don’t know.   Review the location settings 
on their favourite app or game and talk to them about what they’re sharing online.

Sometimes it might be appropriate for your child to share their location with a trusted adult or friend. 
For example, if they’re travelling home alone or arranging to meet a group of friends outside school, 
then it can be a good way to help keep them safe.

Remember: If children share their location publicly, it could be seen by someone they don’t know. This 
can increase the risk of cyberbullying, stalking or unwanted contact (from friends or others) or 
becoming a target.

• Get to know the safety and privacy settings - Explore the safety and privacy settings on any app, to 
decide which are right to use for your child. Each app has slightly different ways to set up an account, 
but most have the option to set an account to private, to not allow friend requests, and to hide the 
user’s location. Explain these settings to your child and the reasons for having them in place.

• Age ratings and features - Get to know the age ratings of the apps that your child uses. Many have a 
minimum age of 13 years old to be able to sign up, but you should check the age rating of individual 
apps to make sure.

Don’t forget that you know your child best, and you might decide that they need to be a little bit older 
before it’s suitable for them.

Social media apps – a quick guide

National Online Safety – A reminder that all of our parents are able to access more detailed 
information on the National Online Safety platform, access details below.

To create a parent account, please follow https://nationalonlinesafety.com/enrol/wellington-school and 
complete your details. You can access National Online Safety online via any device- including via a 
brand-new smartphone app. To download the app, please go to:
https://apps.apple.com/gb/app/national-online-safety/id1530342372
https://play.google.com/store/apps/details?id=uk.co.nationaleducationgroup.nos

Facebook | Age rating: 13+
Main features: newsfeed to share text, photos & videos, instant messaging, marketplace, 
friends, likes and comments.

Instagram | Age rating: 13+
Main features: photo & video sharing, livestreaming, stories, DMs, hashtags.

Snapchat | Age rating: 13+
Main features: photo & video messaging, snaps, location sharing

TikTok | Age rating: 13+
Main features: making & sharing short videos, lip-syncing.

Twitter | Age rating: 13+
Main features: tweets (text with restricted character count), photo and video sharing, hashtags.

Wink | Age rating: 13+
Main features: messaging, friends, photo sharing.




