
Phishing...

Check for spelling mistakes or bad grammar

Never share personal information over email

Hover over a link before you click

Don't open unexpected attachments

Beware of urgency, threats or fear-based phrases

Check email address of senders- don't trust display names

Be cautious of emails that offer "special deals" or offers
that seem too good to be true

Don't enter passwords after following links in an email

If it is suspicious, contact the sender via another means

Report and delete any suspicious emails

Don't Take 
the Bait!

Phishing is the process of attempting to get sensitive information such as
usernames, passwords and credit card details by disguising as a trustworthy entity.

What is phishing?

How can I avoid it? 


