Middle School i-Safe Curriculum
Library Media Classes

7" Grade:

Cyber Community Issues:
» Acceptable Use Policies Unit — foundation for teaching safe a responsible
technology use.
» Legal Trends — developing an ability to identify the evolving nature of laws as
they pertain to the internet.
» Online Gaming — an examination of terms and concepts relating to safety in
online gaming.
Online Personal Safety:
» Online Personal Safety — an introduction to protecting personal information
online.
» Online Identity and You — defining what “identity” means and the risks you face
to revealing too much information online.
o “Play it Safe Online” — Power Point presentation exploring the
importance of protecting your information online.
» Cyber Bullying:
o Students will learn strategies to avoid cyber bullying.
o Webcast activity — “Cyber Harassment: Online Bullying and Stalking”
» Web 2.0 Technologies:
o Social Networking —trends, safety strategies, and positive uses of online
activity.
o Your Digital Footprint — How your online actions are traceable and impact
your searchable information.
Cyber Predator ldentification:
» Grooming process awareness — develop a basic understanding of the cyber
predator’s grooming process.
o “Online Predators and the Grooming Process” — Power Point
presentation.
o “Avoiding Online Predators” — Power Point presentation.
» Examining “Willing participation” — risks of pursuing inappropriate online
relationships.
Cyber Security:
» Cyber Security — risks of spyware and spam scams.
» Spyware Risks — develop an understanding of spyware online security issues.
» Virus recognition and action — prevention of online malware security issues.




8" Grade:

Cyber Community Issues:
» Acceptable Use Policies Unit — foundation for teaching safe a responsible
technology use.
» Legal Trends — developing an ability to identify the evolving nature of laws as
they pertain to the internet.
» Online Gaming — an examination of terms and concepts relating to safety in
online gaming.
Online Personal Safety:
» Online Personal Safety — an introduction to protecting personal information
online.
» Online Identity and You — defining what “identity” means and the risks you face
to revealing too much information online.
o “Play it Safe Online” — Power Point presentation exploring the
importance of protecting your information online.
» Cyber Bullying:
o Students will learn strategies to avoid cyber bullying.
o Webcast activity — “Cyber Harassment: Online Bullying and Stalking”
» Web 2.0 Technologies:
o Social Networking —trends, safety strategies, and positive uses of online
activity.
o Your Digital Footprint — How your online actions are traceable and impact
your searchable information.
Cyber Predator Ildentification:
» Grooming process awareness — develop a basic understanding of the cyber
predator’s grooming process.
o “Online Predators and the Grooming Process” — Power Point
presentation.
o “Avoiding Online Predators” — Power Point presentation.
» Examining “Willing participation” — risks of pursuing inappropriate online
relationships.
Cyber Security:
» Cyber Security — risks of spyware and spam scams.
» Spyware Risks — develop an understanding of spyware online security issues.
» \Virus recognition and action — prevention of online malware security issues.




