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1. Policy Statement   
 

1.1 The University of Brighton Academies Trust (the Trust) recognises that there may be an increased 
risk to the health and safety of its employees whilst working alone. For this reason, this policy sets 
out our approach in both identifying these risks and adequately managing them. As an employer 
we have a duty to both assess and control any risks from lone working and is governed by the 
Health and Safety at Work Act 1974 (HSAWA). Section 2 requires us to ensure, so far as is 
reasonably practicable, the health, safety and welfare of our employees. Similar duties are owed 
to other workers, such as temporary staff, volunteers, visitors and contractors under section 3 of 
the HSAWA. This will be achieved by carrying out risk assessments in accordance with the 
Management of Health and Safety at Work Regulations 1999 (as amended). 

2. Roles, responsibilities, and implementation   

2.1  Academy Principal’s and Head of Professional Services (HoPS) leads have overall responsibility 
for the effective operation of this policy and for ensuring compliance with the relevant statutory 
framework. The Principal or HoPS lead delegates day-to-day responsibility for operating the policy 
and ensuring its maintenance and review to the Academy Business Manager and or Professional 
Service Team Line Managers. 

2.2  Academy and HoPS leaders have a specific responsibility to ensure the fair application of this 
policy and all employees are responsible for supporting colleagues and ensuring its success. 

2.3 All employees are responsible for familiarising themselves with their place of work, the building 
layout, entrance and egress routes and the security measures at each location.    

3. Aim  
  

3.1 The following outlines procedures and practice guidance to be followed when any staff member 
is working alone. Its aim is to ensure clarity so that:   

  
• procedures are applied consistently across the Trust   
• all staff receive relevant information, instruction, training and supervision in respect of lone 

working  
• risks to staff are minimised/controlled where practicably possible  
• appropriate resources are in place to ensure the health & safety of staff and pupils.  

  
3.2 Staff working alone face additional risks, as well as those directly related to their work, and Trust 

premises may also be the target of criminal activity. Within the Trust’s overall H&S policy relating 
to safe working practices, support for lone workers is an essential part, and the same principles 
apply, particularly:  

  
• a commitment to supporting staff and managers both in establishing and maintaining safe 

working practices   
• recognising and reducing risk   
• a commitment to the provision of appropriate support for staff  
• a clear understanding of responsibilities   



 

 

 

 

 

• the priority placed on the safety of the individual over property 
• a commitment to providing appropriate training to staff.  

 
3.3 It is recognised that depending on their roles and responsibilities staff might be alone in a building. 

Those staff should take particular note of the following:  

  
• ensure someone knows where you will be working and what time you will finish   
• make sure all doors and windows are locked  
• be aware of health & safety, do not take unnecessary risks. For example, avoid   potential 

hazards such as working at height and the use of ladders  
• when opening and closing sites, try to arrange the times so that you are on site just before 

others arrive and close sites just after the last person has left, to keep the time that you are on 
your own to a minimum.   

• Always keep a mobile phone with you and programme in emergency numbers.  

4. Definition  
  

4.1 Within this document, ‘lone working’ refers to situations where staff, in the course of their duties 
work alone around the academies, offices, in the homes of individuals or in their own home or 
may be the only staff member present in another establishment operated by the Trust and where 
they will be physically isolated from colleagues, and without access to immediate assistance. This 
last situation may also arise where there are other staff in the building but the nature of the building 
itself may essentially create isolated areas.    

5. Mandatory procedures – security of building  
 

 5.1  Managers are responsible for ensuring that all appropriate steps are taken to control access to 
the building, and that emergency exits are accessible.    

5.2  Alarm systems must be tested regularly.   

5.3  Key codes for access must be changed at set intervals and, as a matter of course, if a breach of 
security is suspected.  

5.4  Staff working alone must ensure they are familiar with the exits and alarms.   

5.5  There must be access to a lone working device, telephone and first aid equipment for staff working 
alone.   

5.6  If there is any indication that a building has been broken into, a staff member must not enter alone 
but must wait for the keyholding company and or Police back-up.    

5.7  In buildings where staff may be working with people in relative isolation, there must be an agreed 
system in place to alert colleagues in an emergency.  

  6. Personal safety   
  

6.1  Staff must not assume that having a mobile phone and a back-up plan is sufficient safeguard in 
itself. The first priority is to plan for a reduction of risk.    

6.2  Staff should take all reasonable precautions to ensure their own safety, as they would in any other 
circumstances (see Appendix 1).  

6.3  Before working alone, an assessment of the risks involved should be made in conjunction with 
the line manager.   



 

 

 

 

 

6.4  Staff must inform their line manager or other identified person when they will be working alone, 
giving accurate details of their location and following an agreed plan to inform that person when 
the task is completed. This includes occasions when a staff member expects to go home following 
a task rather then returning to their base.   

 6.5  Managers must ensure that there is a robust system in place for signing in and out, and that staff 
use it.  

 6.6  Staff such as cleaners, who work to a pre-planned programme of visits, must inform their line 
manager if they deviate from the programme.   

 6.7  If a member of staff does not report in as expected, an agreed plan should be put into operation, 
initially to check on the situation and then to respond as appropriate.    

6.8  Arrangement for contacts and response should be tailored to the needs and nature of the team. 
Issues to take into account include:   

• staffing levels and availability   
• the identified risks   
• measures in place to reduce those risks.   

  
6.9    When staff work alone for extended periods and/or on a regular basis, managers must make 

provision for regular contact, both to monitor the situation and to counter the effects of working in 
isolation.   

  
6.10 Staff working around the academies or in office’s should retain a mobile phone; they are 

responsible for checking that it is charged, in working order, and with sufficient credit remaining 
with the relevant provider.   

  
6.11 Staff should take particular care if using academy transportation.  

 

   7. Assessment of risk   
 

7.1  Risk assessments will cover all work currently undertaken alone (or proposed), where the risk 
may be increased by the work activity itself, or by the lack of on-hand support should something 
go wrong. Once all job roles involving lone working have been identified, the following factors will 
be considered:  

 
• Risk of violence - All jobs involving an element of lone working will be assessed for a risk of 

verbal threats, or violence. The priority will be those involving face-to-face dealings with 
members of the public.   

• Plant and equipment - The plant and equipment used by lone workers will be assessed to 
ensure that it is suitable for use by one person.     

• Work at height – working at height must not be undertaken when working alone.   
• Chemicals - Any existing, or planned use of chemicals will be considered with regards to their 

suitability for use by those working alone, in conjunction with a risk assessment and material 
safety data sheet.   

• The worker – You must determine the medical fitness of each worker to carry out and or 
continue working alone which will be assessed by regular review. Any concerns will be referred 
to their GP and or referred to the ‘People Team’.    

• Access and egress - Some lone working may require access to locations which are difficult to 
access or exit. Where this is the case, an assessment will consider whether this type of task 
is suitable to be carried out by only one person.   

  
     7.2   In drawing up and recording an assessment of risk, the following issues should be considered, 

as appropriate to the circumstance:   



 

 

 

 

 

  
• the environment - location, security, access   
• the context - nature of the task, any special circumstances   
• the individuals concerned - indicators of potential or actual risk   
• history - any previous incidents in similar situations   
• any other special circumstances   

  

7.3 All available information should be considered and checked or updated as necessary.    

7.4 Where there is any reasonable doubt about the safety of a lone worker in a given situation, 
consideration should be given to sending a second worker or making other arrangements to 
complete the task.  

7.5 While resource implications cannot be ignored, safety must be the prime concern.  

    For further guidance see Appendix 2 and 3.    
 

8.1  Staff should be fully briefed in relation to risk as well as the task itself.   

8.2  Plans for responding to individual service areas that present a known risk should be regularly 
reviewed and discussed with the staff team.    

8.3  Communication, checking-in and fall-back arrangements must be in place.  

8.4.  The team manager is responsible for agreeing and facilitating these arrangements, which should 
be tailored to the operating conditions affecting the team.  

  
9.   Reporting   

  
9.1  Should an incident occur an incident report must be completed in the Parago incident reporting 

system, and a de-briefing should follow.     

9.2  The identified person should debrief in the first instance, if this is not the staff member’s line 
manager, that manager should be informed as soon as practicable, and continue the process.   

  
10.   Staff remote or flexible working   
 

 10.1  Staff working from their own homes should take every reasonable precaution to ensure that their 
address and telephone number remain confidential and that their home provides sufficient security 
measures to provide reassurance.    

10.2  There should be regular contact with their line manager or other designated person if working at 
home for extended periods, such as Remote or Flexible working and an appropriate reporting-in 
system should be used.  

  
11.    Practice guidance   

  
11.1   Personal Safety – Personal Safety   

  
       11.1.1 Reasonable precautions might include:   

  
• checking directions for the destination  
• checking whether a person is known to present a risk and the agreed plan for working with 

them is available  



 

 

 

 

 

• ensuring your car, if used, is roadworthy and has breakdown cover  
• avoiding where possible poorly lit or deserted areas  
• taking care when entering or leaving empty buildings, especially at night  
• ensuring that items such as laptops or mobile phones are carried discreetly 
• Asking for photographic identification such as Company ID, Driving Licence etc. If there is 

still uncertainty about someone’s identity, contact their company or organisation 
headquarters if necessary 

• Maintain a distance between you and the other person  
  
11.1.2 Out of normal working hours, the identified contact may be the manager in charge rather than 

the line manager. This should only be by prior arrangement, and they should be fully briefed 
by the relevant line manager on the procedure to follow.   

 
11.1.3 Support workers should report any concerns out of office hours to the Facility Manager.  

  
11.1.4  The agreed plan for contact or emergency response may be a standard one for the team or 

specific to the individual situation. It should be recorded and readily accessible by the identified 
person, and up-dated as necessary. It may be appropriate to agree a code word or phrase to 
indicate that assistance is required.   

  
11.1.5 Managers should be particularly aware that even ex-directory and mobile numbers will show 

up on Caller Display and can be retrieved on 1471. To prevent the person, you call accessing 
your number, dial 141 before their number, or check the instructions for your mobile phone.  

  
11.1.6 When visiting an area where a risk has been identified, staff should check that their clothing 

(tie, scarf, earrings etc) will not offer an assailant an advantage. Similarly, they should be 
aware that pens, pencils, keys or heavy bags may also be used to cause injury.  

  
12.       Monitoring and review   

  
12.1  The ongoing implementation of the Lone Working Policy will be monitored through  

           the supervision processes.   
  

12.2  Lone Working and risk assessment will be regular agenda items for team meetings.   
  

12.3   Any member of staff with a concern regarding these issues should ensure that it is  
         discussed with their manager or with the whole team, as appropriate.   
  

12.4   The policy will be reviewed as part of the regular cycle of reviews, unless              
          changing circumstances require an earlier review.   

  

 13.      Policy status and review  
Written by: EFM Director 
Owner: EFM Director 
Status: Approved 
Approval 

date: 
V1 = 08.02.2022 (Exec Team)  
 

Review Date: As required or November 2023 
  

   

  



 

 

 

 

 

Appendix 1   
 Personal safety   

  
It is not wise to rely on alarm systems or breakaway techniques to get you out of trouble - there are a 
number of things you can do to avoid trouble in the first place. The Trust has a responsibility as an 
employer to ensure the health, safety and welfare of staff, but employees also have a duty to take 
reasonable care themselves.   

  
This is not about raising anxiety levels, but about recognising potential dangers and taking positive steps 
to reduce risk, for yourself and others in your care.   

 Be aware of the environment   
  

• Know that measures are in place where you work: check out alarm systems and procedures, 
exits and entrances, and the location of the first aid supplies.   

• Make sure that your car and mobile phone are in good working order, and that electrical and 
other mechanical equipment is safe to use. Check the instructions for use and ensure that 
faults are reported/dealt with.   

• If your work takes you into areas which are isolated, poorly lit at night or known for high crime 
rates, arrange to check in when the visit is over, or work with a partner.   

• If a potentially violent situation occurs, be aware of what might be used as a weapon against 
you, and of possible escape routes.   

• Try to maintain a comfortable level of heating and lighting in buildings you control.  
  

Be aware of yourself  
  

• Think about your body language. What messages are you giving?  
• Think about your tone of voice and choice of words. Avoid anything which could be seen as 

sarcastic or patronising.   
• Think about what you are wearing. Is it suitable for the task? Does it hamper your movement? 

What signals does it send out? In a potentially risky situation, does a scarf or tie offer an 
opportunity to an assailant?  

• Be aware of your own triggers - the things that make you angry or upset.  
  

Be aware of other people   
  

• Take note of their non-verbal signals.  
• Be aware of their triggers.  
• Don’t crowd people - allow them space.  
• Make a realistic estimate of the time you will need to do something, and don’t make promises 

which can’t be kept, either on your own or someone else’s behalf.   
• Be aware of the context of your meeting - are they already angry or upset before you meet, 

and for what reason? 
• Listen to them and show them you are listening.  
  



 

 

 

 

 

Appendix 2 
 

Safety tips for staying safe when out and about alone  
  
The following tips have been developed using guidance provided by the Suzy Lamplugh Trust   

Public transport   
  

1. View timetables and decide time of travelling in advance.   
2. When waiting for transport after dark, wait in well-lit areas and near any emergency alarms and 

CCTV cameras.   
3. If using public transport, sit near the driver, move to a safer seat when possible; be aware of where 

the emergency alarm button is situated.  
4. If something or someone makes you feel uncomfortable, act on your instincts and move seats to 

be ready to raise the alarm.  
Taxis   
  

1. Only use marked taxis.  
2. Try making your bookings for outbound and return journeys before you leave.  
3. If you can’t book in advance, keep details of several firms on you to increase chances of successful 

booking.  
4. When booking, ask for driver and/or car details so you can make sure you are getting into the right 

car.   
  
Driving  
  

1. Ensure your car is well maintained and that you don’t run out of petrol; lock your car doors whilst 
travelling between visits; try to park in a well-lit area. Consider joining a national breakdown 
organisation.   

2. Keep an emergency kit in your car - extra coat, torch, water, spare change, telephone charger.  
3. Always have the necessary maps and directions in the car, reducing the need to stop and ask.  
4. When arriving back at your car, be aware of your surroundings, have your keys ready and check 

inside the car before entering.   
5. Do not keep valuables on a seat where they could be seen and grabbed through a window.  
6. If you break down, be aware of your surroundings and only get out of your car when and if you 

feel safe it is safe to do so.  
7. Road rage incidents are rare and, by not responding to aggression from other drivers, can often 

be avoided.  
8. If the driver of another car forces you to stop, keep your engine running and if you need to, reverse 

to get away.  
9. Try not to use isolated car parks.  
10. When parking in a car park, consider where the entrances and exits are. Try to avoid having to 

walk across a lonely car park to get to your car. Park away from pillars/barriers and if possible, 
reverse into your space so you can drive away easily.  

11. When you park in daylight, consider what the area will be like if you are returning in the dark.   
 

12. Keep all valuables out of sight, for example in the boot  
13. Lock your car even if you only go to pay for petrol on a garage forecourt.  

https://www.suzylamplugh.org/


 

 

 

 

 

14. If you are working on paperwork in the car, keep the activity to a minimum, park in a well-lit area, 
keep doors locked and try to remain aware of your surroundings. Think ‘is this a safe place for me 
to park’?   

15. If you are approached and feel uncomfortable, use your horn to attract attention or discourage the 
other person.   

16. If you see an incident or accident or someone trying to flag you down, don’t stop to investigate 
without thinking - is it? Could you help? Would it be safer and more use if you went to help?  

  

Walking / Out and About  
  

1. Try to avoid walking alone at night.   
2. Keep to well-lit or busy streets and avoid isolated areas or danger spots as much as possible.   
3. Avoid areas where you know groups hang about.  
4. Walk facing oncoming traffic.   
5. If you have to walk in the same direction as traffic and a driver stops, simply turn and walk the 

other way.   
6. If you think you are being followed, cross the street several times. If you still think you’re being 

followed, get away from the situation - run if necessary, to a busy area and seek assistance, for 
example go into a shop, office building or go to a lit house etc and ask for help.   

7. A confident appearance for example walking tall, normal pace, arms relaxed, will make you look 
less vulnerable.  

8. Shout for assistance; a clear instruction such as ‘call the police’ may work. This is worth doing 
even if there is no-one else nearby, as it could frighten off potential attackers.  

9. Reduce the number of bags or paperwork you are carrying. It could affect your ability to move 
quickly. Try to keep one hand free whenever possible.  

10. Keep your phone and keys in your pocket, not your bag.   
11. Don’t limit your awareness of your surroundings by wearing a personal radio or stereo.  
12. Consider carrying a personal safety alarm.  
13. Remain alert and aware of your surroundings at all times.  
14. Try to avoid danger rather than confront it. Walking away can be a simple but effective way to 

prevent an incident.  
15. Carry your bag securely; if possible, put the strap across your body. You may prefer to carry 

laptops etc in a backpack (with some padding) rather than a laptop bag. If possible, remove any 
logos/ stickers on the bag which may identify it as containing computer equipment.  



 

 

 

 

 

Appendix 3 

Assessment of Risk   
  

Staff making an initial visit to a place of work should have access to all available relevant information in 
order to make a reasoned judgement of any potential risk.  

  
Departments must be encouraged to share all relevant information when making a request for a service, 
and control measures should be agreed where appropriate.  

  
The following issues should be considered, as appropriate to the circumstances:   

  
• The environment – location, security, access  
• The context - nature of the task, special circumstances etc  
• The individuals concerned- indicators of potential or actual risk 
• History - any previous incidents in similar situations (Known Risk)  
• Any other special circumstances.   

  
1. Assessment   

   The environment  
  

• It is the responsibility of the manager to assess the risks presented by the building itself - access, 
lay-out, furnishings, lighting and temperature control - and to take appropriate action.  

• Alarm systems must be accessible and tested regularly.  
• All staff must be familiar with the alarms and be given clear instructions on how to respond to 

them.  
• If people are travelling on transport or through a public place, or are visiting an isolated area, there 

must be an appropriate assessment of the risks this might present.  
• If working outdoors climate should be considered. (i.e. is it exceptionally hot/cold).  

 
Personal   

  
• In order to make a complete assessment, any history of an individual’s challenging behaviour 

should be investigated.  
• Any information regarding known concerns must be recorded (i.e. medical history concerns).  
• Staff must be aware of the effect they may have on a situation through their verbal and non-verbal 

communication and take steps to avoid provocation. (See Appendix 1)  

Sharing information  
  

• Information should be shared with relevant employees only, due to issues of confidentiality and 
GDPR (data protection)   

• Staff should ensure that relevant information concerning any possible hazards and violent or 
abusive incidents are shared appropriately with other departments and sections.  

• Where lone working may be known to other departments, managers should inform others of 
incidents and of the specific control measures currently being implemented.   

• If lone working hazards are identified by the Trust, it is expected that risk assessments and 
relevant control measures will be routinely shared.   

  



 

 

 

 

 

2. Planning   
  

• If working in an area where lone working has been identified as a hazard, always consider a joint 
visit as an alternative.  

• Ensure there are agreed contacts in case of an emergency and a system for reporting back at the 
end of a visit is in place.  

• Take into consideration the current situation and any previous events which have caused 
problems.  

 
To support development of risk assessments, please follow this link to the intranet risk 

assessment listings. Intranet Generic RA's link 
 

https://academiescentral.sharepoint.com/sites/EstatesFM-intranet/SitePages/Risk%20Assessments.aspx
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