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Digital Citizenship
A digital citizen is one who knows 
what is right and wrong, exhibits 
intelligent technology behavior, 
and makes good choices when 
using technology.

• THINK - Is it:

• True?  

• Helpful? 

• Inspiring? 

• Necessary? 

• Kind?



Proper Use of Social Media
1. Keep your identity secure. Use 

nicknames and don’t post your 
locations until after you have 
returned home.

2. Keep your account secure. and 
keep your passwords private. 
Increase account security by 
using hard to guess passwords.

3. Keep personal information to 
yourself. Set your profiles to 
private on social networking 
sites.

4.



4. Keep yourself secure. Pay close  attention to what people 
post. They may be trying to gather more information about 
you. Never agree to meet someone in-person!
5. Keep your future secure. Think about what images or 
information you post. What you post can impact your future 
employment and continuing education. 
6. Keep your family secure.  Spend time with your family 
online and help  them understand technology.

Proper Use of Social Media



7. Keep it clean. Do not respond to mean or 
rude messages. Never post images of 
someone without their permission.

8. Keep your cool. Think about how to 
respond to posts. If someone is making you 
feel uncomfortable, then do not reply back. 
Talk to your parents right away.

Proper Use of Social Media



WARNING!

WARNING!



Examples of Cyber Abuse 

➔ Insulting, harassing, humiliating, embarrassing, 

threatening wall posts, emails, IMs, texts. 

➔ Slam images via profiles, blog site, YouTube or any 

other social media. 

➔ Pictures placed on voting sites or sent to others without 

permission. 

➔ Fake profile used for humiliation, personal attacks or 

negative talk online. 



• THINK

• Is it true? 

• Is it helpful? 

• Is it necessary? 

• Is it kind?



• THINK

• Is it helpful? 

• Is it inspiring? 

• Is it necessary? 

• Is it kind?







California takes Action
A bill passed in California by 
Governor Jerry Brown states that 
students enrolled in California 
public schools will face expulsion 
from school if he or she is found 
guilty of bullying other students by 
sharing nude photos or harassing 
photos. 

Consequences for Cyberbullying are 
not only at school, a person 
convicted of cyberbullying in 
California faces:  

- A sentence of up to a year in jail 
- A fine of $1,000 
- Or BOTH (Cal. Pen. Code 653.2)



Internet Don’ts
• Don’t reveal your personal 

information such as full name, 
home address, or school to 
anyone that you don't know and 
trust

• Don’t give away your passwords

• Don’t forget to log off the 
computer or iPad

• Don’t communicate online with 
strangers

• Don’t disregard age limit for social 
networking sites



Cyber-Awareness
• Tell a trusted adult about the bullying and if 

at school tell a teacher or administrator.

• Don’t open or read messages from cyber 
bullies.

• Don’t erase the messages - they may be 
needed to take action.

• Protect yourself: never agree to meet face 
to face with anyone you meet online.

• If bullied through chat or instant messaging, 
the “bully” can often be blocked.

• You NEVER know what students are going 
through at home/school, your words may be 
too much for someone to handle. 



Download the Sprigeo App
 Sprigeo is an online 

anonymous reporting App 
that you can download to 
your phone or use online. 

Use this to anonymously 
report bullying, drugs, 
possible threats, 
concerns over the safety 
of yourself or your 
friends. 

See something,            
Say something. 



SafeHouse “What’s Up?”
What’s Up is an app 
with 24 hours response 
if you or one of your 
friends needs 
counseling help.

Please reach out if you 
need help.



Any Questions?


