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Privacy Statement  

Fettes College Recruitment Process 

 

Introduction 

The Governors of the Fettes Trust otherwise known as Fettes College (“the School”) is a body 

corporate originally established under the Educational Endowments (Scotland) Act, 1882 and a 

registered charity, registration number SCO17489.   

This Privacy Statement sets outs how the School and the other organisations and affiliates within the 

School’s group (collectively referred to as “the School”, “We”, “Us”, “Our”) use your information. 

The organisations within the group, who are all Data Controllers in their own right, include: 

 The Fettes Foundation 

 The Old Fettesian Association 

 Fettes Enterprises 

The School is a Data Controller for the purposes of Data Protection Law (the Data Protection Act 

2018, the General Data Protection Regulation (EU) 2016/679 and any legislation that, in respect of 

the United Kingdom, replaces, or enacts into United Kingdom domestic law, the General Data 

Protection Regulation (EU) 2016/679, the proposed Regulation on Privacy and Electronic 

Communications or any other law relating to data protection) which means it determines how an 

individual’s personal data is processed and for what purposes 

Our purpose 

The Governors of the Fettes Trust aim to promote and provide for the advancement of education of 

children, regardless of their circumstances, which it does by operating the School of Fettes College 

as an independent boarding and day school for boys and girls aged between 7-18 and its affiliate 

organisations. 

About this Statement 

This statement should be read in conjunction with the Fettes College Privacy Notice. The purpose 

of this statement is to offer more detail about how we process data when recruiting employees. 

Our aim is to be transparent about what we do and to make it easy for individuals to control the use 

of their data based on their preferences. We are committed to respecting your privacy and protecting 

any personal information we hold on you. 
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Whose data we collect 

As part of our recruitment process, the School collects and processes data relating to job applicants. 

We may also store data for applications that we receive on an adhoc basis. Data is stored in line with 

our recruitment retention policy (see ‘How long do we keep your data’ below). 

What information we store 

We may collect information in a variety of ways. For example, data might be contained in 

application forms, email correspondence, CVs or resumes, obtained from your passport or other 

identity documents, or collected through interviews or other forms of assessment. 

Personal information we store about you may include: 

 Name, address, contact details; 

 Eligibility to work in the UK; 

 Details of your qualifications, skills, experience and employment history; 

 whether or not you have a disability for which the organisation needs to make reasonable 

adjustments during the recruitment process;  

 Email correspondence; 

 References*; and 

 Interview notes and/or assessment results. 

*Unless we have your prior permission, we will only seek information from third parties once a job 

offer has been made and will inform you that we are doing so. 

Where information is stored 

 Human resources database (Currently PASS) 

 Fettes College network (Shared hard drives, individual hard drives, email accounts) 

 Visitor management system.  

 Paper filing systems  

Why do we process personal data?  

We process data to take steps at your request prior to entering into a contract with you. In some 

cases, we need to process data to ensure that we are complying with its legal obligations. For 

example, it is mandatory to check a successful applicant's eligibility to work in the UK before 

employment starts.  

The School has a legitimate interest in processing personal data during the recruitment process and 

keeping records of the process. Processing data for job applicants allows us to manage the 

recruitment process, assess and confirm a candidate's suitability for employment.  

We may need to process special categories of data, such as whether applicants are disabled to make 

reasonable adjustments for these candidates. We process such information to carry out our 

obligations and exercise specific rights in relation to employment.  
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Who has access to data?  

Your information may be shared internally for the purposes of the recruitment exercise. This 

includes our Human Resources department, staff members, governors or trustees involved in the 

recruitment process. We will not share your data with third parties, unless your application for 

employment is successful and we need to obtain references from your previous employers.  

How long do we keep your data?  

If your application for employment is unsuccessful, we will hold your data on file for six months 

after the recruitment process if future employment opportunities arise for which you may be suited. 

At the end of that period, your data is deleted or destroyed. You do of course, have the right to 

request that we remove your details earlier than six months. 

If your application for employment is successful, personal data gathered during the recruitment 

process will be transferred to your Human Resources file (electronic and paper based) and retained 

during your employment and stored in line with the School’s retention schedule. 

Disclosure Scotland 

All successful applicants are required to complete a PVG Scheme application or PVG Scheme update 

(whichever is relevant) from Disclosure Scotland. We use Disclosure information only for the 

purpose for which it has been provided and this information is not used or disclosed in a manner 

incompatible with the purpose. Employment is typically subject to a clean report being obtained and 

maintained on you from Disclosure Scotland in view of the contact you will have with children 

during your normal duties. If you are a successful application but fail to pass the PVG check we will 

keep a record of your PVG form for up to 90 days in the case that there might be an appeal or 

dispute. 

CCTV 

If you are successful in securing an interview at the School, please be aware that CCTV is in 

operation on the Fettes College campus. In usual circumstances, images are stored for 28 days and 

will be automatically over-written unless the School considers it reasonably necessary to obtain 

images, such as if we are lawfully required by an appropriate third party to retain any footage or 

image for evidential purposes. 

Your rights  

As a data subject, you have a number of rights. You can:   

 access and obtain a copy of your data on request;   

 require the organisation to change incorrect or incomplete data;   

 require the organisation to delete or stop processing your data, for example where the data is 

no longer necessary for the purposes of processing; and   

If you would like to exercise any of these rights, please contact dataprotection@fettes.com. If you 

believe that we have not complied with your data protection rights, you can complain to the 

Information Commissioner. 

mailto:dataprotection@fettes.com

